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ABSTRACT

Document capture is currently becoming more and more important ICT component in the
management of the business processes in the private companies and in public institutions.
Currently the world market offers several technologies that are capable of processing any
structured, semi-structured and unstructured document. In this thesis | use and present the
IBM Datacap Taskmaster Capture technology and demonstrates its possibilities on a
sample project for a mid-sized company that solves the problem of processing incoming

invoices and internal delivery notes between branch offices.

The first chapter of this thesis depicts the Enterprise Content Management in general and
presents the Capture component and its possibilities. The second chapter introduces well-
known and important technologies that currently exist in the world market. The third
chapter describes in detail the architecture and functioning of the IBM Datacap Taskmaster
Capture. The fourth chapter describes the requirements for a software which should be able
to run in the SaaS cloud model. The fifth chapter discusses the requirements specified in
the fourth chapter in the context of the deployment of IBM Datacap Taskmaster Capture in
the SaaS model and also proposes a possible deployment architecture. The sixth chapter
describes collection and analysis of requirements for the document capture of incoming
invoices and delivery notes between the branch offices. This chapter also presents the
application design based on the analyzed requirements and describes the application
implementation itself. The last, seventh chapter shows the results of functional and
performance testing conducted on the proposed application. The achieved results and

proposal for further development directions are discussed in the conclusion.

Keywords: Document capture, IBM Datacap Taskmaster Capture, SaaS

ABSTRAKT

Technologie skenovani a vytéZovani dat z dokumentli se v souCasné dobé stava stale
vyznamnéjSim ICT prvkem v oblasti fizeni business procesii v soukromych spolecnostech,
1 statnich institucich. V soucasné dobé je na svétovém trhu nékolik technologii, které jsou
schopny vytézovat jakékoli strukturované, polo-strukturované i nestrukturované

dokumenty. V ramci této prace vyuzivam technologii IBM Datacap Taskmaster Capture,
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na které demonstruji ukdzkovy projekt pro stiedné velkou spolecnost, kterd fesi problém

zpracovani ptichozich faktur a internich dodacich listd v ramci oblastnich pobocek.

Prvni kapitola této prace se zabyva obecné problematikou Enterprise Content
Managementu a predstavuje komponentu Capture a jeji moznosti. Druha kapitola
predstavuje nejznaméjsi a vyznamné technologie, které se v soucasné dob¢ vyskytuji na
sveétovém trhu. Tteti kapitola detailné popisuje architekturu a funkci systému IBM Datacap
Taskmaster Capture. Ctvrta kapitola charakterizuje pozadavky na software, ktery by mél
byt schopen provozu V cloudovém modelu SaaS. Péatd kapitola diskutuje pozadavky
stanovené ve ¢tvrté kapitole v souvislosti s nasazenim systému IBM Datacap Taskmaster
Capture v modelu SaaS. Zaroven navrhuje moZnou architekturu nasazeni systému. Sesta
kapitola se zabyva sbérem a analyzou pozadavkl na digitalizaci faktur a dodacich listi
vV ramci spolecnosti a na zakladé téchto pozadavki popisuje navrh aplikace, kterd tyto
pozadavky te$i. V ramci této kapitoly je rovnéz popsdna samotna realizace této aplikace.
Posledni sedma kapitola znazoriiuje vysledky funkéniho a vykonového testovani, které
bylo provedeno na navrzené aplikaci. Funkéni testovani je provedeno na zakladé
definovanych testovacich scénaiti, které jsou sestaveny na zakladé ptipadii uziti. Aplikace
spliiuje stanovené ptipady uziti. V ramci vykonového testovani jsou testovany casti
systému, které nevyzaduji uZivatelskou interakci, vyjma procesu skenovani. Pro test jsou
pouzity tfi rGzna rozliSeni dokumentli a pro kazdy rozliSeni je zméfen Cas zpracovani
v ramci Kroku procesu. Zaroven je vyhodnocena Gspés$nost vytézeni Gdaji v zavislosti na
zvoleném rozliSeni dokumentu. Z vysledka vyplyva, Ze nejlepSich vysledkl 1ze dosahnout
pii pouziti rozliSeni 300 DPI.  V zavéru prace jsou diskutovany dosazené vysledky a

navrzeny dal$i vyvojové sméry aplikace.

Klic¢ova slova: Digitalizace a vytéZovani dokumentt, IBM Datacap Taskmaster Capture,

SaaS,
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INTRODUCTION

Nowadays many companies have a need to optimize their process of handling the paper
documents. The pressure for the minimizing the archived paper documents is becoming the
main company concern. System that provides the ability to capture the documents and
recognize the desired data faster and more effectively is the right solution for these

companies.

The main objective of this thesis is to present the IBM Datacap Taskmaster Capture system
that delivers automated process for capturing any kind of the paper of electronic
documents. The solution provided in this thesis is for the sample mid-sized company that
needs to capture the incoming invoices and delivery notes between the branch offices.
Another objective is to analyze the requirements of this company, propose the right
solution and deploy the final solution. Thesis also discuss and proposes the possible
deployment of the IBM Datacap Taskmaster Capture in the SaaS cloud model.

The thesis focuses on the document capture solution that opens up another possibilities for
preserving the exported documents and their data. The preservation and another subsequent

processes are not described in this thesis.
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1 DOCUMENT CAPTURE AS PART OF ENTERPRISE CONTENT
MANGEMENT

Document scanning, document capture, imaging, data capture, all these terms represent
process of transforming paper documents into electronic form. The differences between
these terms are in the level of functionality and system integration but they are part of

Enterprise Content Management.

1.1 Enterprise Content Management

Association for Information and Image Management (AlIM) is internationally recognized
authority that first defined the term: Enterprise Content Management (ECM). The acronym

ECM has been reinterpreted and redefined many times during last ten years.
Since 2003, the AlIM has defined ECM as follows:

The technologies used to capture, manage, store, deliver, and preserve information to

support business processes.

In year 2005 there was change in definition which unfortunately cut out the process

component in definition:

Enterprise Content Management is the technologies, tools, and methods used to capture,

manage, store, preserve, and deliver content across an enterprise.

The last change in definition was in year 2010 when AIIM added more detail into

definition:

Enterprise Content Management is the strategies, methods and tools used to capture,
manage, store, preserve, and deliver content and documents related to organizational
processes. ECM tools and strategies allow the management of an organization's

unstructured information, wherever that information exists. (1)
There are several other definition of the ECM such as:

Enterprise Content Management (ECM) spans a broad category of systems, strategies and
tools designed to improve organizational processes that involve the capture, management,

preservation and delivery of information. (2)
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Enterprise content management (ECM) is a set of defined processes that allow a
corporation, agency or organization to obtain, organize, store and deliver information

crucial to its operation in the most effective manner possible. (3)

Above mentioned definitions are not in conflict with the original AIIM definition. They

even more develop the original definition and show the entire wide of the ECM.

When considering the topic of content management we have to distinguish ECM between
general category Content Management (CM) as well as two specific things, the Web
Content Management (WCM) and Enterprise Content Management (ECM). They have

different origins, different functions and go very apart in the claim. (4)

Content management (CM) is a repeatable method of identifying all content requirements
up front, creating consistently structured content for reuse, managing that content in a

definitive source, and assembling content on demand to meet the customers’ needs. (5)

From a process point of view, CM is a process for collecting, managing, and publishing

content.

e Collection: You either create or acquire information from an existing source.
Depending on the source, you may or may not need to convert the information to a
master format (such as XML). Finally, you aggregate the information into your
system by editing it, segmenting it into chunks (or components), and adding
appropriate metadata.

e Management: You create a repository that consists of database records and/or files
containing content components and administrative data (data on the system’s users,
for example).

e Publishing: You make the content available by extracting components out of the
repository and constructing targeted publications such as Web sites, printable
documents, and e-mail newsletters. The publications consist of appropriately
arranged components, functionality, standard surrounding information, and

navigation. (5)

Many people think of content management as Web content management—and it is about
Web content management—but Web content may be only one of the types of information
you need to manage. Most organizations need to manage both paper and Web, and they
often also manage common content between the mediums. Sometimes this is known as

Enterprise Content Management. (5)
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Although there are several ECM concepts (based on the specific system), this chapter
describes ECM basics based on the AlIM principles. The reason is because AIIM describes

ECM in general point of view.

1.1.1 Enterprise Content Management architecture

ECM can be understood as three solutions: as a middleware, as independent services and
as uniform repository. Refer to the Figure 1 for the general ECM architecture in context

with other applications.

e Enterprise Content Management as integrative middleware. ECM is used to
overcome the restrictions of former vertical applications and island architectures.
The user is basically unaware of using an ECM solution. ECM offers the requisite
infrastructure for the new world of web-based IT, which is establishing itself as a
kind of third platform alongside conventional host and client/server systems.
Therefore, Enterprise Application Integration (EAI) — will play an important role in
the implementation and use of ECM. ECM is an essential component of service-

oriented applications (SOA). (1)

E-Business

Applications

Integration

Workflow ‘ Collaboration

Enterprise
Content
Management

Data Warehousing | Web Content | Doc Mgt

Mining Management | Imaging
: File
Domino  Exchange RDMS s Infrastructure
ystem

Figure 1 — ECM as vertical information system infrastructure (1)

e Enterprise Content Management components as independent services. ECM is
used to manage Information without regard to the source or the required use. The
functionality is provided as a service that can be used from all kinds of

applications. The advantage of a service concept is that for any given functionality
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only one general service is available, thus avoiding redundant, expensive and
difficult to maintain parallel functions. (1)

e Enterprise Content Management as a uniform repository for all types of
information. ECM is used as a content warehouse (both data warehouse and
document warehouse) that combines company information in a repository with a
uniform structure. Expensive redundancies and associated problems with
information consistency are eliminated. All applications deliver their content to a
single repository, which in turn provides needed information to all applications.

ECM thus is a collection of infrastructure components that fit into a multi-layer model and
include all Document Related Technologies (DRT) for handling, delivering, and managing
poorly structured data. As such, Enterprise Content Management is one of the necessary
basic components of the overarching E-Business application area. ECM also sets out to

manage all the information of a WCM and cover archiving needs as a universal repository.

Figure 2 describes ECM high level architecture with ECM parts on the left side, example
of the business applications described on the right side and connection between ECM and
business applications.

Example
Business Applications

Enterprise . i“
Business _5
. System Native content
Enterprise Content Repository
Management
Customer .|
Relationship =
Management Native content
Information Repository
Rights
Management <l
= Case -l
Management =
Native content
Collaboration Repository
& Social Media
2 Patient -
Suite of secure 3 |
Web Service &RMed::al ‘5
interfaces ... Seore Native content
openingup ECM Repository
as a shared
v service across
applications Geographical ».i;
So, os Information =
w//';ofe its “Sing System Native content
ke €O, app,. Reposito
oy, ¢ th Ot /hl?//ca//o o
X y
Mo , ey, Cuy oty il
m, M’e’s rs
e . # s

Figure 2 — High level ECM system architecture (6)
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1.1.2 The Five Components of Enterprise Content Management

Enterprise Content Management solutions combine a wide variety of technologies and
components, some of which can also be used as stand-alone solutions without necessarily

being incorporated into an enterprise-wide system. (7)
These ECM components and technologies can be categorized as:

e Capture contains functionalities and components for generating, capturing,
preparing and processing analog and electronic information. There are several
levels and technologies, from simple information capture to complex information
preparation using automatic classification. Capture components are often also
called “Input” components. (7)

Refer to chapter 1.2 for detailed description.

e Manage components are for the management, processing, and use of information.
They incorporate: Databases for administration and retrieval and Access
authorization systems. The goal of a closed ECM system is to provide these two
components just once as services for all “Manage” solutions such as Document
Management, Collaboration, Web Content Management, Records Management and
Workflow / Business Process Management. (7)

e Store components are used for the temporary storage of information which it is not
required or desired to archive. Even if it uses media that are suitable for long-term
archiving, Store is still separate from Preserve. (7)

e Preserve components of ECM handle the long-term, safe storage and backup of
static, unchanging information, as well as temporary storage of information that it
is not desired or required to archive. (7)

e Deliver components of ECM are used to present information from the Manage,
Store, and Preserve components. They also contain functions used to enter
information in systems (such as information transfer to media or generation of
formatted output files) or for readying (for example converting or compressing)
information for the Store and Preserve components. The functionality in the

Deliver category is also known as “output”. (7)

This model is based on the five lead categories of AlIM International (Figure 3).
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Figure 3 — The 5-component-model of ECM (1)

The traditional ECM application areas are

e Document Management (DM)

e Collaboration (of supporting systems, groupware)
e Web Content Management (WCM)

e Records Management (RM)

e Workflows / Business Process Management (BPM)

These areas form the “manage” components that connect Capture, Store, Deliver and
Preserve and can be used in combination or as alternatives. While Document Management,
Web Content Management, Collaboration, Workflow and Business Process Management
are more for the dynamic part of the life cycle of information, Records Management takes

care of information which will no longer be changed. (1)

The utilization of the information is paramount throughout, whether through independent
clients of the ECM system components, or by enabling existing applications that access the
functionality of ECM services and the stored information. The integration of existing
technologies makes it clear that ECM is not a new product category, but an integrative

force.

The scope of this thesis is mainly from the ECM Capture part. Next chapters provide
detailed information about ECM Capture, document capture technologies and

implementation of the ECM capture solution.
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1.2 Enterprise Content Management Capture

The Capture contains functionalities and components for generating, capturing, preparing
and processing analog and electronic information. There are several levels and
technologies, from simple information capture to complex information preparation using

automatic classification. Capture components are often also called “Input” components. (7)

1.2.1 Basic terminology

This sub-chapter describes fundamental terminology associated with the ECM Capture.
Document

The concept of document has been defined as:

Any concrete or symbolic indication, preserved or recorded, for reconstructing or for

proving a phenomenon, whether physical or mental. (8)
The Czech Archives Law (Zakon 499/2004 § 2 bod d) defines document as,

Kazdy pisemny, obrazovy, zvukovy, elektronicky nebo jiny zdaznam, at jiz v podobé

analogové ¢i digitalni, ktery vznikl z cinnosti piivodce.
In English translation:

Each written, visual, aural, electronic or any other record, whether in the form of analog

or digital, which originated from the work of the originator.
The document is categorized into three categories based on the content:

e Structured document — A document for which both the type (number, letter,
check mark, etc.) and location of data is known before scanning. For example, the
data field for line 35 of IRS tax form 1040, positioned on the lower right corner of
the page, will always contain a number. (9)

e Semi-structure document — A document that includes known types of data, but
where on the page this data is positioned is not known. An example is an invoice.
It’s known that an invoice must include an amount and date due, but since every
company is free to create their own invoices, there’s no way to know where they
might position this information on the page. (10)

e Unstructured document — A type of document for which, prior to scanning, both

the type and location of the information it contains is unknown. Documents that
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cannot be identified as structured or semi-structured are assigned to this category.
They could be virtually any type of document: correspondence, petitions,

advertisements, manuals, brochures or annual reports. (11)
Metadata

Metadata describes other data. It provides information about a certain item's content. For
example, an image may include metadata that describes how large the picture is. (12)

In connection with document, metadata contains information about captured data from the

document.
Batch

A group of one or more documents processed in a single scan operation. (13)

1.2.2 Parts of the ECM Capture

Figure 4 describes input documents, processes and technologies that are considered as a
part of ECM Capture

CAPTURE

Human created Recogniton
+ Office Documents + OCR
+ Form « HCR
* Rich Madia + ICR
+ Microfilm + OMR Input Designs
+ Barcode
Application created | Forms Processing
= 2 E-Forms/Web-Forms
+« XML
+ Finacial Applications | Aggregation
+ E-Billing COLD/ERM

il
-

Input
Figure 4 — ECM Capture components (1)
Manually generated and captured information (Human and application created)

Manual capture can involve all forms of information, from paper documents to electronic

office documents, e-mails, forms, multimedia objects, digitized speech and video, and



TBU in Zlin, Faculty of Applied Informatics 2014 20

microfilm. Automatic or semi-automatic capture can use EDI or XML documents, business

and ERP applications or existing specialist application systems as sources. (1)

Technologies for processing captured information (Recognition)

OCR (Optical Character Recognition) This method converts image information
into machine-readable characters. OCR is used for printed text.

HCR (Handprint Character Recognition) This refinement of OCR converts
handwriting or lettering into machine characters, but does not yet give satisfactory
results for running text. However, for defined field content it has become very
reliable. (Figure 5)

ICR (Intelligent Character Recognition) ICR is a further development of OCR and
HCR that uses comparison, logical connections, and checks against reference lists
and existing master data to improve results. (Figure 5)

OMR (Optical Mark Recognition) OMR, as used for barcodes for example, reads
special markings in predefined fields with very high accuracy. It has proven its
value in questionnaires and other forms. (Figure 6)

Barcode Barcodes on mailed forms allow for the automatic recognition and filing
of returns. Nowadays technologies recognize 1D and 2D barcodes (CODE39,
CODE128, Data Matrix, QR Code etc.) (Figure 7) (1)

JoH N EE> Checked

J C‘}Ul'-l N { Not checked

Figure 5— HCR/ICR Figure 6 - OMR

WIMAAIE W
o
[=]

*CODE39* CODE128

Figure 7 — Examples of 1D and 2D barcodes (Code39, Codel128, QR code)

Document imaging processing techniques are used to show scanned images, and also allow

legibility enhancement for capture. Functions like “despeckling,” which removes isolated
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pixels, or “adjustment,” which straightens images from sheets that feed in at an angle,

improve the results of recognition technologies. (1)
Forms Processing

In forms capture, there are two groups of technologies, although the information content

and character of the documents may be identical.

e Forms Processing means the capture of industrially or individually printed forms
via scanning. Recognition technologies are often used here, since well-designed
forms enable largely automatic processing.

e E-Forms / Web-Forms Automatic processing can be used to capture electronic
forms as long as the layout, structure, logic and contents are known to the capture

system (7)
Aggregation

Aggregation is a process of combining data entries from different creation, capture, and
delivery applications. The goal is to combine and unify data from different sources, in
order to pass them on to storage and processing systems with a uniform structure and
format. (7)

Computer Output on Laser Disk (COLD/ERM)

COLD/ERM are technologies for the automatic processing of structured entry data and is
still in use although laser disks have not been on the market for years. The acronym ERM
stands for Enterprise Report Management. In both, supplied output data is processed based
on existing structure information in such a way that it can be indexed independently of the
origination system, and transferred to a storage component that can be dynamic (Store) or

an archive (Preserve). (7)

Components for subject indexing of captured information
Systems incorporate further components for subject indexing and getting captured digital
information to the appropriate recipients. These include:

e Indexing (Manual). In English parlance, indexing refers to the manual assignment
of index attributes used in the database of a “manage” component for
administration and access.

e Input Designs (profiles). Both automatic and manual attributing can be made

easier and better with preset profiles. These can describe document classes that
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limit the number of possible index values, or automatically assign certain criteria.
Input designs also include entry masks and their logic in manual indexing.

e Taxonomy. The taxonomic processing facilitates a formal order of information
according to the respective needs of an enterprise. Here nomenclatures, thesaurus
and file systematics play a role.

e Categorization (automatic classification or categorizing). Based on the
information contained in electronic information objects, whether OCR converted
faxes, office files or output files, automatic classification programs can extract
index, category, and transfer data autonomously. These systems can evaluate
information based on predefined criteria or in a self-learning process. (1)

The objective of all “Capture” components is the provision of information to the “Manage”

components for further processing or archiving. (1)
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2 DOCUMENT CAPTURE TECHNOLOGY OVERVIEW

Nowadays many companies are focusing on the document capture, recognition or imaging
technologies. This chapter describes the world-wide known companies and technologies in
document capture. All companies that are mentioned in this chapter aim on many IT areas,
but this chapter is focusing only on the document capture related technologies.

Major document capture companies are (alphabetically ordered):

e ABBYY

e EMC?

e IBM

e Kofax

e Nuance

e OpenText

e ReadSoft
2.1 ABBYY

ABBYY is a leading provider of document conversion, data capture and linguistic
software. The key areas of ABBYY's research and development include document

recognition technologies and applied linguistics.

Today, ABBYY is an international company with over 1250 regular and 900 freelance
employees worldwide. ABBYYY products are being sold in more than 130 countries around
the world through an extensive network of regional and international partners. The overall
number of users of ABBY'Y products, which range from end user applications for PC and
mobile devices to enterprise solutions and development tools, exceeds 30 million people

according to internal research. (14)
Major document capture technologies:

e ABBYY Recognition Server is a flexible and easy-to-deploy server-based OCR
solution designed for high-volume document processing. (15)

e ABBYY FlexiCapture is the next generation of intelligent, accurate and highly
scalable data capture and document processing software. It provides a single entry
point to automatically transform streams of different forms and documents of any

structure and complexity into business-ready data. (16)
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2.2 EMC?

EMC is a global leader in enabling businesses and service providers to transform their
operations and deliver information technology as a service (ITaaS). Fundamental to this
transformation is cloud computing. Through innovative products and services, EMC
accelerates the journey to cloud computing, helping IT departments to store, manage,
protect and analyze their most valuable asset — information — in a more agile, trusted and

cost-efficient way. EMC employs approximately 60,000 people worldwide. (17)
Major document capture technologies:

e EMC Captiva QuickScan Pro is an out-of-the-box desktop scanning and
document capture solution. (18)

e EMC Captiva Capture enables organizations to capture documents and data from
paper, electronic files, and other sources, transforming it into digital content and
delivering it into content management systems and business processes. (19)

e EMC Captiva Advanced Recognition automatically recognizes large amounts of
paper documents, captures the data, and delivers the information to the right
systems, processes, and people. It enables businesses to identify all kinds of
documents using intelligent recognition technologies, and automatically capture
machine- and hand- printed data using optical character recognition (OCR),

intelligent character recognition (ICR), and barcode recognition. (20)

2.3 IBM

IBM (International Business Machines) is one of the two (second is Hewlett-Packard)
world's largest information technology company in terms of revenue ($104 billion in
2012). IBM products include hardware and software for a line of business servers, storage
products, custom-designed microchips, and application software. Increasingly, IBM
derives revenue from a range of consulting and outsourcing services. With the advent of
the low-cost microchip, the personal computer, distributed computing, open rather than
proprietary standards, and the Internet. At the end of 2012, IBM had over 434246
employees. (21)

Major document capture technology:

e IBM Datacap Taskmaster Capture is one of the industry’s most flexible three-

tier client server capture platforms. Driven by a highly configurable procedural
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rules engine, it combines advanced capture functionality with superior flexibility.
Clients use Datacap Taskmaster Capture to mix thin client and thick client
implementations to create highly scalable, distributed capture applications with
multiple types of recognition, document identification and automated validations.
(22)

2.4 Kofax

Kofax® Limited is a software provider based in Irvine, California. It provides smart
process applications that simplify the business critical First Mile™ of information-
intensive customer interactions. Kofax combines market leading capture, process
management, analytics and mobile capabilities that enable organizations to increase their
responsiveness to customers, provide better service, gain a competitive advantage and

better grow their businesses while reducing operating costs. (23)
Major document capture technologies:

e Kaofax Express enables companies to control the flow of information entering their
enterprise by converting stacks of paper into electronic actionable and managed
business content that can be stored and archived. (24)

e Kofax Capture automates and accelerates business processes by capturing all
types of paper and electronic documents and forms, transforming them into
accurate and actionable information, and delivering it all into your core business
applications, processes and workflows. (25)

e Kofax Transformation Modules™ (KTM) is an integrated platform of
applications that streamline the transformation of different document types into
structured electronic information, ready for delivery into business systems and

processes. (26)

2.5 Nuance

Nuance Communications is an American multinational computer software technology
corporation, headquartered in Burlington, Massachusetts, United States, that provides
speech and imaging applications. Current business products focus on server & embedded
speech recognition, telephone call steering systems, automated telephone directory
services, medical transcription software & systems, optical character recognition software,

and desktop imaging software. (27)
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Major document capture technologies:

e OmniPage turn high volumes of paper and digital documents into files you can
edit, search and share in the format of your choice. (28)
¢ Nuance has a several technologies that are connected with MFP like DigiDocFlow,

eCopy, SimplifyScan, SmartOffceScan etc.

2.6 OpenText

OpenText Corporation is headquartered in Waterloo, Ontario, Canada and is Canada's
largest software company. It produces and distributes Enterprise Information Management
(EIM) software solutions for large corporations across all industries. OpenText solutions
are aimed at addressing information management requirements, including the management
of large volumes of content compliance with regulatory requirements, and mobile and

online experience management. OpenText employs over 5,000 people worldwide. (29)
Major document capture technologies:

e OpenText Imaging — A complete solution for capturing and displaying the
complete range of business documents.

e OpenText Capture Center — Automatically captures and interprets paper
documents, scanned images, email, and faxes using sophisticated document and
character recognition software.

e OpenText Tempo Box — Simplifies the content management experience, and
allows users to easily sync, and share information across multiple devices, without
sacrificing the records management rigor and security demanded by your

organization’s policies and regulations. (30)

2.7 ReadSoft

ReadSoft is a company that develops markets and supports software that automates the
processing of documents, such as invoices, in different business processes and ERP
environments within organizations. ReadSoft was founded by two university students in
Linkoping, Sweden, in 1991, both of which are still actively involved in the management
of the company. Today ReadSoft employs ca 500 employees across the globe. Its
headquarters is in Helsingborg, Sweden. ReadSoft has subsidiaries in 16 countries and
partners in an additional.
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ReadSoft is also a name for the document capture technology. ReadSoft focuses mainly on

invoice and forms processing.

The main focus of this thesis is to design, develop and perform application testing based on
IBM Datacap Taskmaster Capture technology. The next chapters of this thesis are focused

on this technology.
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3 IBM DATACAP TASKMASTER CAPTURE ARCHITECTURE

IBM® Datacap Taskmaster Capture is a complete solution for document and data capture.
Taskmaster scans, classifies, recognizes, validates, verifies, and exports data and document
images quickly, accurately and cost-effectively. By combining recognition engines for
OCR, ICR, OMR, and bar codes with libraries of hundreds of script-based and code-based
(.NET) actions, Taskmaster accurately captures data from any type of structured, highly
variable, or unstructured documents. Taskmaster Capture can capture machine print, hand
print, bar codes, and check box data. By using the Taskmaster flexible rules engine, data
capture can be tailored to fit the most demanding business requirements and can be
changed quickly when business needs change. For indexing applications, Taskmaster
streamlines the manual data entry of index entries by using recognition to automatically
identify the index values on each document and to automate the document identification
process. (31)

3.1 Taskmaster application architecture

Taskmaster applications are designed to scan, process, and verify the data in documents.

Although each Taskmaster application is different, most include seven basic steps.

e Page input — Scan a batch of hardcopy pages or import electronic documents into
application. The output from this stage is a batch of individual TIFF image files.
Each page is initially assigned the page type “Other”.

e Page identification — Perform image enhancement to improve the image quality.
Then, determine each page type, automatically or by displaying it to an operator for
manual identification if necessary. The goal is to identify the page type, but not a
variant (for example, an airline ticket, but not a ticket from a specific airline).

e Document assembly — Organize the individual page files into a document
according to predefined document definitions (for example, a form might have two
required pages and an optional attachment). Run document integrity confirmation
to ensure that each document satisfies the rules for that document type.

e Data recognition — On each page, locate the data fields for that page type (for
example, an airline ticket contains a passenger name, a departure airport). Then, use
a Taskmaster recognition engine to obtain the character data for each field. The

recognition engine indicates the degree of confidence for each character.
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e Data validation — Check the validity of specific fields. For example, you can check
for valid dates, valid field formats, and correct totals. You can also complete
searches to ensure that a state abbreviation is valid, or a purchase order number
matches an item in a purchase order database.

e Data verification — Display low-confidence data and fields that failed validation to
an operator for verification, correction, and exception handling. When the operator
submits the batch, the application runs the validation rules again to ensure that all
data satisfies the validation criteria.

e Data export — Export the data or document images to a text file, an XML file, a

database, a Document Management system, or the next stage in a workflow. (32)

Structured

Scanned business data
pages
L — Taskmaster
Application E—
Electronic _—
documents S
= Page input = Page identification = Data export

= Document assembly
=+ Data recognition

= Data validation

= Data verification

Figure 8 — General Taskmaster application architecture (33)

3.1.1 Page input

Taskmaster works primarily with TIFF image files. The first activity in any Taskmaster
workflow is to convert the documents to TIFF format and insert the documents into an

input repository.

Documents can be hardcopy or electronic. If the documents are hardcopy, they must be
scanned and moved the resulting files to the application repository. Electronic documents
can come from various sources in various formats. (32)

3.1.2 Page identification

Taskmaster supports several methods for page identification, including but not limited to:

e Fingerprint matching — Taskmaster generates a “fingerprint” that describes each

incoming page. The fingerprint can include information about the relative densities
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of different regions of the page or the location of text on the page. Taskmaster then
compares the new fingerprint to a library of fingerprints for known page types.

When it finds a match it assigns the corresponding page type.

E Incoming page fingerprint (type unknown)

? ? o ? ?
D X No D X No D X Mo E + Yes } Fingerprint library

Car Rental #1 Car Rental #2 Alrline #1 Hotel #1 room
rental agreement rental agreement air ticket receipt

Figure 9 — Fingerprint matching (33)

e Structure-based identification — Structure-based identification uses the position
of a page within the batch to determine its type. If application handles only one
page type, or if the document structure is consistent (for example, all documents are
two pages with a main page and a trailing page), it can assign page types based on
position within the batch.

e Text matching — To complete page identification by using text matching,
Taskmaster must first complete a full page recognition. Taskmaster then searches
the recognition results for a string that is unique to each page type.

e Manual page identification — The page identification techniques described so far
all identify pages automatically. It’s also possible to configure application to

display unrecognized pages to an operator for manual identification

Additionally, if application supports only a single page type, it can simply assign a static
page type to all incoming pages. (32)

3.1.3 Document assembly

Taskmaster identifies incoming pages and assigns the correct page type by using
fingerprint matching or one of the other identification methods. The next step assembles
the batch of individual pages into documents according to the rules that are defined within

the document hierarchy.
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The document hierarchy (DCO) describes the structure of the documents that application
is designed to process. The levels within the hierarchy are batch, document, page, and
field. (32)

= Batch

| Document | Document

| Page || Page L] Page | Page

b=t Fledd L Field =i Field i-a Field e Fleld s Field 4=t Fleld  L.d Field

Figure 10 — Document hierarchy (33)

At the top of the document hierarchy is the batch, which refers to all pages of all document
types. Beneath the batch level, the document hierarchy defines:

e The document types the application can process. An application can process only
one document type, or multiple document types.

e The page types within each document type. Each document can contain only one
page type or multiple page types.

e The number and order of pages within each document type. Pages can be required
or optional.

e The data fields within each page type. Data fields can be required or optional. (32)

3.1.4 Data recognition

Data recognition is the stage during which Taskmaster locate the fields that we want to
capture and then convert the fields into character-based data. The data that is obtained from
recognition is stored in the page data files that Taskmaster set up in the document

assembly stage.

Full page recognition, as the name suggests, uses the text and location of text on the page.
Taskmaster includes three optical character recognition (OCR) engines, plus one intelligent
character recognition (ICR) engine that it can be used to do full page recognition:

e OCR_A-ABBYY FineReader OCR engine.

e OCR_S — Nuance (formerly ScanSoft) OmniPage OCR engine.

e OCR_SR — Newer implementation of the Nuance OmniPage OCR engine.
e |ICR_C - Open Text RecoStar ICR engine.
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Other ICR engines are available as options. (32)

3.1.5 Data validation

Data validation determines whether captured data complies with the data integrity rules
that are defined in your business requirements. A validation failure does not necessarily
mean that the original page contains invalid data. It might mean that the recognition engine

failed to recognize one or more characters correctly.

Taskmaster contains many choices how to validate the data. From simple data format
validity, calculation the captured data to using the external data sources during validation

(e.g. ERP system).

3.1.6 Data verification

During verification, Taskmaster displays pages to an operator for manual checking and

possible correction. There are three primary reasons to display pages to an operator:

e The batch failed document integrity checking.

e A page contains one or more characters or OMR fields that were marked low
confidence by the recognition engine.

e A page does not pass a validation rule because there is a problem with the integrity
of the data. (32)

3.1.7 Data export

Taskmaster can export data to a text file, an XML file, a database, a Document
Management system, or a custom business process. The default output format is a text file,

but you can use some actions to export data to a database and an XML file. (32)

3.1.8 The Taskmaster workflow and rule execution

During the data capture process, documents go through a workflow that consists of several
tasks, including page identification, character recognition, field validation, verification, and

export. Some tasks require operator intervention, while other tasks run automatically.

A workflow contains jobs and tasks. Furthermore, tasks are associated with task profiles
that contain rules and actions that are applied by the tasks while a job is processing a
batch.
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A job consists of one or more tasks. To process a batch of documents, it must run the batch
through each task in the selected job. Some tasks (for example, Export) run without

operator intervention, whereas others (for example, Verify) require an operator.

Each task is linked to a task profile that includes one or more rulesets. A ruleset consists of
one or more rules. The rule itself is defined by the programmed functions and actions

within it.
3.2 Taskmaster platform architecture

IBM® Datacap Taskmaster Capture provides a flexible and scalable architecture for

distributing tasks across machines according to the anticipated processing load.

At one end of the spectrum is the single machine configuration, where all Taskmaster
software components are installed on the same machine. This configuration is typically
used for providing product demonstrations, in a proof of concept environment, or during

initial product evaluation.

At the other end of the spectrum is the client/server configuration, where the various
Taskmaster software components are installed on dedicated machines, such as web servers
and database servers. This configuration can support hundreds of simultaneous users, and
uses centralized application management and shared databases.

The Taskmaster system includes twelve components. Refer to Figure 11 for Taskmaster

system high level architecture:

e Taskmaster server

e Taskmaster databases

e Taskmaster File server
e Rulerunner service

e Taskmaster Web Server
e Taskmaster Web Client
e Taskmaster thick client
e Datacap Studio

e NENU

e RV2

e Business applications or databases
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e Lightweight Directory Access Protocol (LDAP) or Active Directory (34)

Web Client Workstation Anckamasior Web Sorver Client Workstation Developer Workstation
——> IS DotScan Datacap Studio
Browser
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Upl oad. S Taskmaster Web
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I |
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RV2 Web Server Databaser Server
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Ry Taskmaster Server Admin
: Taskmaster Server Engine
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Taskmaster Client it :
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Datacap Studio Batches
1t External Systems
[rE——
Lookup databases
(vendor, customer,
v purchase order, etc.)
Rulerunner Server and
Fingerprint Services IBM repositories
Server
Rulerunner Service 3rd Party
7= == repositories
Fngeny Export database

Figure 11 — Taskmaster system high level architecture (35)

3.2.1 Taskmaster Server

The Taskmaster Server component provides the core functions of the Taskmaster system.
It manages and serves batches to workstations and users. It also orchestrates the tasks

according to the workflow of the Taskmaster application. It provides user authentication
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and access control, assigns batch IDs, and controls batch queuing, and controls access to
the Taskmaster databases.

All communications between the Taskmaster Server and its clients, or the other core
Taskmaster Server components; use the Datacap Taskmaster socket protocol. For
communicating with the databases, it uses Microsoft Object Linking and Embedding for
Database (OLE DB). It also uses the Common Internet File System (CIFS) interface to
mount the file share that is required to access batches. Taskmaster Server also uses Active
Directory Service Interfaces (ADSI) or LDAP to communicate with the Directory Service

for user authentication. (34)

3.2.2 Taskmaster databases

For its operation, a Taskmaster application relies on relational databases. In the Taskmaster
sample and add-on applications, Microsoft Access databases are used for portability
reasons but must not be used in production. In a production system, Taskmaster databases
are hosted in Microsoft SQL Server or Oracle.

The system uses following databases:

e Admin: The Administrator database stores information about users, groups,
workstation, auditing, functional security, and application configuration. It also
stores workflow configurations.

e Engine: The Engine database stores information about batches, statistics, and
queue states.

e Fingerprint: The Fingerprints database manages the pointers to the fingerprints
that are used in a given application. Each application has its own set of self-
contained databases.

o External databases (optional): In many cases, Taskmaster applications need
access to external, non-Taskmaster databases during processing. Taskmaster
applications can perform lookups (to validate data such as Vendor IDs, Purchase
Order Numbers, zip codes, Customer IDs, etc.), and can also export data and

images to line of business (LOB) systems and databases. (34)

3.2.3 Taskmaster file server

A file server hosts image files, extracted data and control files, and files that are required
for running various applications such as the fingerprint files and document hierarchy
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definition files. The file server must be shared across all the components that need to

process the batches. (34)

3.2.4 Rulerunner Service

Datacap Rulerunner Service runs as a Windows service and runs batch processing tasks
that do not require operator interaction, such as recognition and export. In a typical
production environment, Rulerunner is configured to run the page identification and
recognition tasks automatically. After verification and submission, Rulerunner detects that

the batch is ready for export and runs the export task automatically. (34)

3.2.5 Taskmaster Web server

Taskmaster Web interfaces with the Taskmaster Server to serve web pages and documents
to web users and to upload documents that are scanned or imported remotely. It is
configured as a virtual directory (or site) in Internet Information Services (1IS) for
Windows Server. It handles all communications with the back-end services through the
Taskmaster Server. (34)

3.2.6 Taskmaster web client

Taskmaster Web supports browser-based Taskmaster clients. The web client (also known
as the thin client) provides similar functionality to the Taskmaster Client but does not
require additional software installed on the workstation. When verifying a batch using the
web client, verification rules run on the Taskmaster Web machine. Taskmaster Web also
lets you configure an application's workflow and perform administrative tasks such as
setting up Taskmaster users. The Taskmaster Web installation option includes a restricted

version of the Taskmaster Application Manager. (36)

3.2.7 Taskmaster thick client

The Taskmaster Client component is a set of programs that provide user access to
Taskmaster applications. The DotScan, DotEdit, and FastDoc user interfaces are
Taskmaster software components that run under Windows and provide the ability to run
the end-user tasks such as scanning and verification that are part of a software application
such as APT. When a user verifies a batch, verification rules run on the Taskmaster Client
Workstation. The Taskmaster Client installation option includes DotScan, DotEdit,
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FastDoc, Datacap Studio, NENU, the default action libraries, and a restricted version of the

Taskmaster Application Manager. (34)

3.2.8 Datacap Studio

Datacap Studio is used to configure the Taskmaster applications, by defining and
assembling the document hierarchies, recognition zones and fields, rules, and actions. It
requires access to the file server and the Taskmaster databases. (34)

3.2.9 NENU

New Enhanced Notification Utility (NENU) is used to automate system health and
housekeeping tasks. Such tasks include batch monitoring, status notification, and automatic
deletion of completed batches. Tasks are scheduled by using the Microsoft Windows
Scheduler. (34)

3.2.10 RV2
RV2 is a web application that is used to display Taskmaster reports on system activities
such as batch status, station activity, or problem batches. (34)

3.2.11 Business applications or databases

Typically, connection to a business application or database is through Open Database
Connectivity (ODBC). For example, a customer, vendor, or purchase information can be
queried against a database and used for image process verification purposes. In addition,
information that is extracted from an image can be exported to business applications and
databases. (34)

3.2.12 Lightweight Directory Access Protocol (LDAP) or Active Directory

An LDAP or Active Directory service is also often a part the configuration for Taskmaster
users to authenticate. (34)



TBU in Zlin, Faculty of Applied Informatics 2014 38

4 DOCUMENT CAPTURE AS SOFTWARE AS A SERVICE

Software as a Service (SaaS) is one of the cloud computing service models. Cloud
computing is a style of computing in which dynamic, scalable and virtual resources are
provided over the Internet. Cloud computing refers to services that provide common
business applications online, which are accessed from a Web browser, while the software

and data are stored on the servers. (37)

Cloud computing specifically refers to incorporating software as a service (SaaS),
platform as a service (PaaS), and infrastructure as a service (laaS). Users do not need to
have knowledge of, expertise in, or control over the technology infrastructure in the
"cloud" that supports them. (37)

Figure 12 shows three mentioned cloud computing models with application examples

provided in each model.

Cloud Computing as Gartner Sees It

Google Apps, Salesforce.com, Netsuite,
Lotus, WebFilings, Zoho, Yahoo!Mail,
Hotmail, ...
SaaS
.
Google App Engine, Force.com,
Windows Azure, LongJump,
PaaS Rollbase, Amazon Elastic Beanstalk,
VMware CloudFoundry, ...
Amazon EC2, Rackspace,
laaS ¥

VMware, Joyent, Google
Cloud Storage, ....

Source: Gartner AADI Summit Dec 2009

Figure 12 — Cloud computing service levels (38)

4.1 Software as a service

SaaS describes any cloud service where consumers are able to access software applications
over the internet. The applications are hosted in “the cloud” and can be used for a wide
range of tasks for both individuals and organizations. Google, Twitter, Facebook and
Flickr are all examples of SaaS, with users able to access the services via any internet

enabled device. Enterprise users are able to use applications for a range of needs, including
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accounting and invoicing, tracking sales, planning, performance monitoring and

communications.
Example of benefits when using SaaS:

e No additional hardware costs; the processing power required to run the
applications is supplied by the cloud provider.

e No initial setup costs; applications are ready to use once the user subscribes.

e Pay for what you use; if a piece of software is only needed for a limited period
then it is only paid for over that period and subscriptions can usually be halted at
any time.

e Usage is scalable; if a user decides they need more storage or additional services,
for example, then they can access these on demand without needing to install new
software or hardware.

e Updates are automated; whenever there is an update it is available online to
existing customers, often free of charge. No new software will be required as it
often is with other types of applications and the updates will usually be deployed
automatically by the cloud provider.

e Cross device compatibility; SaaS applications can be accessed via any internet
enabled device, which makes it ideal for those who use a number of different
devices, such as internet enabled phones and tablets, and those who don’t always
use the same computer.

e Accessible from any location; rather than being restricted to installations on
individual computers, an application can be accessed from anywhere with an

internet enabled device. (39)

4.2 Platform as a service

PaaS allows users to create software applications using tools supplied by the provider.
PaaS services can consist of preconfigured features that customers can subscribe to; they
can choose to include the features that meet their requirements while discarding those that
do not. Consequently, packages can vary from offering simple point-and-click frameworks
where no client side hosting expertise is required to supplying the infrastructure options for

advanced development.

Some of the features that can be included with a PaaS offering:
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4.3

Operating system

Server-side scripting environment
Database management system
Server Software

Support

Storage (40)

etc.

Infrastructure as a service

laaS provides access to computing resource in a virtualized environment, “the Cloud”,

across a public connection, usually the internet. In the case of laaS the computing resource

provided is specifically that of virtualized hardware, in other words, computing

infrastructure. The definition includes such offerings as virtual server space, network

connections, bandwidth, IP addresses and load balancers. Physically, the pool of hardware

resource is pulled from a multitude of servers and networks usually distributed across

numerous data centers, all of which the cloud provider is responsible for maintaining. The

client, on the other hand, is given access to the virtualized components in order to build

their own IT platforms.

Example of benefits when using laaS:

Scalability; resource is available as and when the client needs it and, therefore,
there are no delays in expanding capacity or the wastage of unused capacity

No investment in hardware; the underlying physical hardware that supports an
laaS service is set up and maintained by the cloud provider, saving the time and
cost of doing so on the client side

Utility style costing; the service can be accessed on demand and the client only
pays for the resource that they actually use

Location independence; the service can usually be accessed from any location as
long as there is an internet connection and the security protocol of the cloud allows
it

Physical security of data center locations; services available through a public
cloud, or private clouds hosted externally with the cloud provider, benefit from the

physical security afforded to the servers which are hosted within a data center
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e No single point of failure; if one server or network switch, for example, were to
fail, the broader service would be unaffected due to the remaining multitude of
hardware resources and redundancy configurations. For many services if one entire
data center were to go offline, never mind one server, the laaS service could still

run successfully. (41)

4.4 Requirements for Document Capture software provided as SaaS

The requirements for Document Capture software are not other from any application

provided as SaaS. All these application must consider following requirements:

Security

Privacy

Data Governance
Availability
Performance

Interoperability

N o a > w D oE

Compliance (42)

Physical Focility Protectic

Standard Authentication/Directory Sanv
Standard 550 Code Sacurity Audit Cantification

PFatch Managemant
Code Vulnerability Verification
Malware Cefense

Persomnel Standards

Log Analysis
Encryption

Eresch Notification

rogram Co-mingling Upgrade Control

Dats Co-mingling Uptime Guarante

Raw Dats Access

Data Ownership

Use of
Aggregated Data

$33% 70/55AL 16
Data Migration
Policy

Bandwidth & Latene
Requiraments

Data Transpors
Restrictions

Data Locality
HIPAA, PC, SOX, FINRA, .2
U Privacy Regulations

Standard Integrations
Suite Integration
App Store Integration

EU Data Protection Regulstions
APAC Security Regulations Integration Tools
Corporate Policy Compliance

Figure 13 — Essential Standard Requirements Areas fo SaaS (42)
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5 IBM DATACAP TASKMASTER CAPTURE PROVIDED AS SAAS

Previous chapter describes elementary principles of the cloud computing. This chapter
focuses on requirements analysis and technical proposal for IBM Datacap Taskmaster

Capture provided as SaaS.
Any software provided as SaaS must consider following requirements:

Security

Privacy

Data Governance
Availability
Performance

Interoperability

N o g s~ w D Pe

Compliance

5.1 System architecture proposal

All above mentioned requirements, that are analyzed, are based on the system architecture
how the system can be deployed as SaaS. (Figure 14)

The architecture is designed with one input a one output channel through HTTPS. The
webserver with Taskmaster Web is the only point accessible from the Internet. Export web
service is not standard IBM Datacap Taskmaster Capture component, it is custom part that
is responsible for exporting data into the client DMS (or any other) system. The web
service supports only one way communication in terms of sending data to the service from

the Taskmaster Server. It means the service cannot be called from the Internet.

All system components are in internal network and they are hidden behind the internal
firewall. Communication between Web Server and other system components are managed
by Taskmaster Server through TCP port number 2402 (standard Taskmaster Server
communication port). Taskmaster Server is the core of the system manages connection

between all system components.
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deployment DatacapSaaS/
Name: DatacapSaaS Client
Author: Petr Zeman N
. «device»
version: 11 «device» Scanner
Created:  21.4.2014 12:19:12 Client DMS server
Updated: 23.4.2014 21:36:34 T
uUsB
«executionEnvironment»
Document management system «device» «device»
\ Scan Station Validation station
Internet I
HTTPS HT,TPS
HTTPS
Datacap as SaaS
«device»
Web Server
«executionEnvironment»
Internet Information Services 8
«device»
aT™M HTTPS Firewall
Taskmaster Web
«TCP Port»
HTTPS = 443
R HTTPS for export = >1024
«device»
Internal Firewall HTTPS HTTPS s l/|\
«TCP Port» Export webservice -
Opened ports = 2402
Any port with number
higher than 1024
aTM
D «device»
™ Server
v Database Server
«device» «executionEnvironment» «executionEnvironment»
RRS Server Taskmaster Server MSSQL Server 2012
«executionEnviron... at T™ Applications OLE DB T™ Application
RuleRunner Server Databases
«device» .
File Server «device»
LDAP Server
- CIFS i i
Application Data LDAP «executionEnviron..
Directory Service

Figure 14 — IBM Datacap Taskmaster Capture SaaS architecture

5.2 Requirements analysis

This sub-chapter provides proposals how the IBM Datacap Taskmaster Capture can be
successfully deployed in SaaS model and fulfill the requirements that an imposed in this

cloud computing model.
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5.2.1 Security and Privacy

SaaS security and privacy has been the number one concern of any application running in

this model. While SaaS Privacy depends on SaaS Security, how the secured SaaS data is

created, used, and destroyed is dictated by Privacy considerations. Any application must

meets several security responsibilities as:

User authentication and access control

Protection against unauthorized access

Physical and personal security

Malware detection and remediation

Rights to audit the SaaS vendor’s operations and access log information

External thread prevention

ISO/IEC 27001 standard provides techniques to accomplish above mentioned

responsibilities and many other with systematical procedure.

The technical proposal’s security can be divided into two parts:

5.2.2

Internal security consists of data storage and communication between system
components. System does not provide long-term preservation, it means all data that
is stored on the File server is only temporary and is part of the data is deleted in
regular cycles. The temporary data is encrypted using AES encryption. IBM
Datacap Taskmaster Server uses proprietary encryption for communication
between system parts. This encryption meets the FIPS 140-2 Level 4 Federal
Information Processing Standard (FIPS).

External security consists of user authentication, protection against external
threads and protection against unauthorized access. Every input operation, such as
scanning or validation is provided through HTTPS protocol. The system is

designed to use LDAP server as a user authentication system.

Data Governance

Data governance represents a convergence of data quality, data management, data policies,

business process management, and risk management surrounding the handling of data in

the system.
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Since this system serves as an input to any client DMS, the data governance lies on
processes used in client’s organization. Any company will not lose control of data because
all data, exported from the system will be stored in their own DMS. All temporary system

data are deleted from the system in regular cycles.

52.3 Availability

Right after information security, one of the top concerns among SaaS is system

availability, or uptime. Availability is a characteristic of a system and is defined in percent.

In general terms, business-critical applications need to be available between 99.9% (8.76

hours/year downtime) to 99.95% (4.38 hours / year downtime).
There are three principles of high availability engineering. They are

1. Elimination of single points of failure. This means adding redundancy to the system
so that failure of a component does not mean failure of the entire system.

2. Reliable crossover. In multithreaded systems, the crossover point itself tends to
become a single point of failure. High availability engineering must provide for
reliable crossover.

3. Detection of failures as they occur.

Above mentioned system architecture proposal does not initially cover this requirement.
This requirement can be easily achieved in two additions to the initial technical proposal.

1. Any component of the system can be duplicated. This means the system can consist
of several Web Servers, Taskmaster Servers or Rulerunner Servers etc. When one
of the server fails, another takes place and ensures the system does not stop
working.

2. Geographically different server farms ensures system availability in case of data
center failure in one location. When failure occurs, network component ensures

redirection to another location.

5.2.4 Performance

See chapter 7.2 Application Performance Testing for application performance testing

performed on the system based on the system architecture proposal.
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5.2.5 Interoperability

Interoperability between SaaS systems, other Cloud applications, and legacy applications is
a major concern of the Enterprise. With SaaS, there is no ability to access the data directly
— all access is controlled by the SaaS application. Access to the data may be provided

through SOA, or a lighter weight and increasingly more common RESTful API.

System architecture proposal expects two types of interoperability — export and
validation. Export interoperability is simple — if the target system has any standard
interface, such as SOA, export web service can communicate with this system. Validation
interoperability can be achieved again through the standard communication interface or the
data can be loaded into internal database server.

5.2.6 Compliance

Compliance, like security has a higher impact on the SaaS software (and internet) vendor
than the on premise software vendors since they have operational responsibility for the

system and its data.
Compliance divides into three major areas:

1. Industry specific compliance requirements such as HIPPA, FINRA, SOX, and
various DoD requirements (U.S.) — these industry standards are unique to each
geopolitical area.

2. Geopolitical compliance requirements such as the EU Data Protection Directive
(Directive 95/46/EC), Korea/Taiwan Personal Information Protection Act (PIPA),
India Information Technology Act (ITA) etc.

3. Enterprise specific requirements to meet the corporation’s internal IT standards

such as Single Sign-On (SSO) and Authentication standards.

Compliance issues are related to Security and Privacy requirements, but have very specific

governmental requirements.
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6 IBM DATACAP APPLICATION DESIGN AND
IMPLEMENTATION

6.1 Business Requirements and Application Architecture

Every Datacap application needs to be developed based on the business requirements. This
chapter describes example of company that needs to capture supplier invoices and internal
delivery notes between company branch offices. This company name is Meebootix spol. s

r.o. and all documents are in Czech language.
The following analytical steps are required before starting an application development:

e Business process requirements

e Business process use cases

e Required document structure and fields for each page type
e Permissible field values and business validation rules

e Data export format

e Application process architecture

6.1.1 Business process requirements

Defining the business requirements involves examining the documents that will be
processed, determining which fields to capture, and deciding what to do with captured
data.

The requirements are divided into seven groups based on the general Taskmaster
application architecture (3.1). Figure 15 displays list of the requirements for each
Taskmaster application step. Every step is described in separate diagram and every

requirement provides detailed information what is required.

e Page input (RO01) — Figure 16 and Table 1

e Page identification (R002) — Figure 17 and Table 2
e Document assembly (R003) — Figure 18 and Table 3
e Data recognition (R004) — Figure 19 and Table 4

e Data validation (R005) — Figure 20 and Table 5

e Data verification (R006) — Figure 21 and Table 6

e Data export (R007) — Figure 22 and Table 7
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req Requirements /

R0O0O1 Page input | RO02 Page identification

+ R001.1.1: Invoice scanning +R002.1.1: Fingerprint identification
+ R001.1.2: Delivery notes scanning +R002.1.2: QR Code page idenification
+ R001.1: Hardcopy scanning + R002.1: Automatic page identification

+ R001.2: Hlectronic documenis import + R002.3: Manual page identification
5 I+ - Page identification

+ R001: Page input 7] + RO02: Page identifi

R003 Document assembly RO04 Data recognition

+ R003.1.1: Only one PrmiStrana per document
+ R003.1.2: Zero or more DalsStama per decument but not first + R004.2: ICR based recognition
+ R003.1: Faklura document type + R004.3: OMR based recognition
+ R003.2_1: Only one PrvmiSiranaDL per document + R004.4: QR code recognition

+ R003.2: Dodacilist document type + RO04: Data recognition

+ R003: Document assembly

+ R004.1: GCR based recognition

R0O5 Data validafion RO06 Data venfication

+ R005.1: Cnly text isallowed

+ R005.2: Only numberis allowed

+ R005: Data validation

+ R05.3: Allow specific characlers

+ R05.4: Only valid date format

+ R05.5: Only valid CZK cumency format

+ RO06.1: Invoices user venfication

+ R006.2: Delivery notes user verificaiton
+ R006.3: Mixed documents verification
+ R006.4: Document routing options

+ R006.5: New fingerprint definition

+ R0086: Data verification

R007 Data export
N .
+ R007.1: PDF export format Name: Requirements
+ R007.2: XML metadata export format Author Petr Zeman
mE: .3: Export on the file sysem erdon: L
ROO7.3: Ex the fil Verd 10
+ RO07.4: Different folder in case of revision Created:  20.4.2014 21:42:21

+ ROO7: Data export Updated: 1.5.2014 15:13:50

Figure 15 — General requirements diagram for every Taskmaster application’s step

req ROO1: Page input/
Name: R001: Page input ] ] )
Author.  Petr Zeman ROO1.1: Hardcopy L~ R001.1.1: Invoice
Version: 1.0 scanning =y,
Created:  26.4.2014 22:17:47
Updated: 1.5.2014 16:55:44
RO01: Page input R001.2: R001.1.2:
<>— | Electronic <>——— | pelivery notes
documentsimport scanning

Figure 16 — Page input requirements diagram



TBU in Zlin, Faculty of Applied Informatics 2014

Table 1 — Page input requirements diagram description

Element name

Description

RO01: Page input

System must be able to scan multiple documents.

The documents must be in Czech language

R001.1.1: Invoice scanning

System must accept invoices as input documents

R001.1.2: Delivery notes scanning

System must accept delivery notes as input

documents

R001.1: Hardcopy scanning

System must accept input pages through scanner

R001.2: Electronic documents

import

System must be able to import pages through the

virtual scanning

req RO02: Page identification /

Name: R002: Page identification
Author: Petr Zeman
Version: 1.0

R002.1: Automatic = R002.1.1: Fingerprint
page identification identification

Created: 26.4.2014 22:19:43
Updated: 1.5.2014 16:55:54

R002: Page identification

R002.1.2: QR Code
page identification

\

R002.3: Manual
page identification

Figure 17 — Page identification requirements diagram

Table 2 — Page identification requirements diagram description

Element name

Description

R002.1: Automatic page identification

Documents must be identified automatically

based on the specified technology

R002.3: Manual page identification

Documents can be identified manually in case
the fingerprint identification fails. (This means
the input page is new type of page not known

by the fingerprint engine)

50
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Element name

Description

R002.1.2:

identification

QR Code page

Delivery notes are identified based on the QR

code

R002.1.1: Fingerprint identification

Invoices are identified base on the fingerprint
technology

req R003: Document assembly/

Name: R003: Document assembly
Author: Petr Zeman

Version: 1.0

26.4.2014 22:20:17
1.5.2014 16:56:03

Created:
Updated:

R003.1.1: Only
one PrvniStrana
per document

R003.1: Faktura
document type

/

R003: Document assembly

0/
S

R003.1.2: Zero or more
DalsiStarna per document but
not first

R003.2: Dodacil.ist
document type

R003.2.1: Only one
PrvniStranaDL per
document

Figure 18 — Document assembly requirements diagram

Table 3 — Document assembly requirements diagram description

Element name

Description

R003.1: Faktura document type

System assembles pages into Faktura document
type based on the predefined document

structure

R003.2: DodacilL.ist document type

System assembles pages into DodaciList

document type based on the predefined

document structure

R003.1.1: Only one PrvniStrana per

document

Every Faktura must contain only one

PrvniStrana page type

R003.1.2: Zero or more DalsiStarna

per document but not first

Every Faktura may contain zero or more
DalsiStrana page type. This type cannot be first

in document.
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Element name

Description

R003.2.1: Only one PrvniStranaDL

per document

Every DodaciList must contain only one

PrvniStranaDL page type

req R004: Data recognition/

Author: Petr Zeman
Version: 1.0

Name: R004: Data recognition R004.1: OCR

Created: 26.4.2014 22:20:56
Updated: 1.5.2014 16:57:18

based recognition

R004.2: ICR
based recognition

RO04: Data recognition

<>\ R004.3: OMR

based recognition

R004.4: QR code
recognition

Figure 19 — Data recognition requirements diagram

Table 4 — Data recognition requirements diagram description

Element name Description

R004.1: OCR based recognition Application must be able to capture data
using OCR technology

R004.2: ICR based recognition Application must be able to capture data
using ICR technology

R004.3: OMR based recognition Application must be able to capture data
using OMR technology

R004.4: QR code recognition Application must be able to capture data

using QR code recognition.
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req ROO5 Data validation/

Name: R0O05 Data validation
Author: Petr Zeman

Version: 1.0

Created:  26.4.2014 22:22:41
Updated: 1.5.2014 16:39:00

R005: Data validation

R005.1: Only text
isallowed

R005.2: Only
numberis
allowed

R05.3: Allow
specific characters

R05.4: Only valid
date format

R05.5: Only valid
CZK currency format

Figure 20 — Data validation requirements diagram

Table 5 — Data validation requirements diagram description

Element name

Description

R005.1: Only text is allowed

Application can accept only text characters

for specific fields.

R005.2: Only number is allowed

Application can accept only number
characters for specific fields.

R05.3: Allow specific characters

Application can accept only explicitly

specified characters for specific fields.

R05.4: Only valid date format

Application can accept only date that are in
valid Czech format. All other formats are

rejected.

R05.5: Only valid CZK currency format

Application can accept only correct CZK
currency format. All other formats are

rejected.
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req ROO6 Data v erification /

Name: R006 Data verification
Author: Petr Zeman

Version: 1.0

Created: 26.4.2014 22:23:44
Updated: 1.5.2014 16:43:09

R006: Data verification <> R006.3: Mixed

R006.1: Invoices
user verification

R006.2: Delivery
notes user verification

documents verification <

R006.4: Document
routing options

R006.5: New
fingerprint definition

Figure 21 — Data verification requirements diagram

Table 6 — Data verification requirements diagram description

Element name

Description

R006.2: Delivery notes user verification

Validation user can validate delivery notes -

DodaciList document type

R006.1: Invoices user verification

Validation user can validate input invoices -

Faktura document type

R006.3: Mixed documents verification

Validation user can multiple documents from

each document type

R006.4: Document routing options

Validation user can choose routing options for
every document. These routing options

include these actions: review, delete

R006.5: New fingerprint definition

Validation user can define new fingerprint for

invoices
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req ROO7 Data export/

R007.1: PDF
export format

Name: ROO7 Data export
Author: Petr Zeman
Version: 1.0

Created: 26.4.2014 22:24:26

R0O07: Data export

R007.2: XML
metadata export
format

T

R007.3: Export
on the file system

Updated: 1.5.2014 16:51:55
R007.4: Different
<> folderin case of
revision

Figure 22 — Data export requirements diagram

Table 7 — Data export requirements diagram description

Element name

Description

R007.1: PDF export format

System must export documents in PDF file

format with OCR layer

R007.2: XML metadata export format

System must export captured metadata in
XML file format

R007.3: Export on the file system

System must export all data to the file

system

R007.4: Different folder in case of revision

System must export data to different folder

if document is selected for revision

6.1.2 Business process use cases

Use case is a list of steps that defines interaction between a role and a system, to achieve

stated objective. In case of developing business process requirements and use cases | do

not consider standard system functionality provided by the IBM Datacap Taskmaster

Capture. Use cases are developed directly to accomplish requirements stated in previous

chapter (6.1.1). These use cases are application specific, this means different application

will have different use case diagram.
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Figure 23 shows use case diagram developed for the Meebootix company based on the
business requirements. The diagram description is shown in Table 8. This diagram

presents two types of actors (users):

e Scan User — Performs tasks related with document input, document scanning and
Manual Page identification in case an invoice is not recognized.

e Validation User — Performs tasks related with document validation and document
routings. User is also responsible for new fingerprint definition and it is also able to

perform Manual Page identification in case an invoice is not recognized.

uc Use Case /

Name: Use Case
UC002: Scan Author:  Petr Zeman
invoices Version: 1.0
-7 Created:  20.4.2014 13:49:54

e Updated: 2.5.2014 21:18:03

. . “«include»
UCO001: Scan mixed

documents

=~

-~ 0\
«include»™
Scan Usev UC003: Scan delivery
(from Actors) [les

UCO004: Manual Page
Identification

UCO008: Choose supplier from
enumeration based on IC value

//
s -

“4gextend»

UC006: Validate

invoices <~ R
«extend» 7 UC009: Define new
fingerprint
N AN
\ ~
. \ o
-«include» «extend» «extend»
\ N
UCO005: Validate UC011: Choose
X . . UCO010: Affect
mixed documents document's routing . . .
; fingerprint creation
operations
Validation User
~ T

(from Actors)
N
«includey
S «extend»

UCO007: Validate
delivery notes

Figure 23 — Use case Taskmaster application diagram
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Table 8 — Use case Taskmaster application diagram description

Element name

Description

UCO001: Scan mixed documents

User can scan invoices and delivery notes in one
batch

UCO002: Scan invoices

User is able to scan invoices

UCO003: Scan delivery notes

User is able to scan delivery notes

UCO004: Manual Page Identification

In case the invoice is not recognized, user is able

to identify invoice manually

UCO005: Validate mixed documents

User is able to validate invoices and delivery notes
in one batch

UCO006: Validate invoices

User is able to validate invoices

UCO007: Validate delivery notes

User is able to validate delivery notes

uCo08:

enumeration based on IC value

Choose supplier from

User is able to pick supplier name from the
enumeration based on IC. If the IC is inserted, the

supplier name will be entered automatically.

UCO009: Define new fingerprint

User is able to define new fingerprint for invoices.
New fingerprint is automatically created if Manual
Page ldentification is performed or user wants to

create new one.

UCO010: Affect fingerprint creation

User is able to decide and affect if the fingerprint

is created or not

UCO011: Choose document's routing

operations

User is able to select additional routing options.

These options are: Review, Delete or none

57

Each use case has its own scenario how the use case is performed. These scenarios are
placed in Appendix A I. The application functional testing (7.1) is performed based on

these scenarios.



TBU in Zlin, Faculty of Applied Informatics 2014 58

6.1.3 Document and page types

Meebootix requires application for processing supplier invoices headers in Czech language
and delivery notes between company branch offices, these notes are also in Czech
language. The document types and page types are summarized in the Table 9. Because this
application is for Czech company, names of the all internal objects (documents, pages and
fields) are in Czech. Table 9 also provides English translation of all objects.

Table 9 — Document and page types

Taskmaster names English translation
Document type Page types Document type Page types
Faktura PrvniStrana Invoice FirstPage
DalsiStrana TrailingPage
DodaciL.ist PrvniStranaDL DeliveryNote FirstPageDL

The application has to able to handle structured documents (delivery notes) and semi-
structured documents (invoices). See Figure 25 and Chyba! Nenalezen zdroj odkazi. for
examples of the documents. Please note the shown invoices (Figure 25) are real and

therefor they are anonymized.

Dodaci list €.: 21423400

Dodavatel: Prijemce:
Meebootix, spol. s r.o. Meebootix, spol. s r.o.
Sikma 15

586 01 Jihlava Pobogka ¢.:AX8856908

1C0O: 12345678 DIC: CZ12345678

Datum vystaveni: 25.4.2014

Informace o dodavce

Celkova hmotnost: 55 kg

Rozméry:  Kategorie B

—_——
_,2::%—4::
Q}Z . 4‘ .QO/ % D ‘_.,»_,__:;?
Datum predani Podpis prijemce

Figure 24 — Example of delivery note
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Figure 25 — Examples of supplier invoices

loxd cenira: | e.c T, tel 272 201 137, a X

6.1.4 Required document structure and fields for each page type

R vedon S0uim ¥ Prsze, addl & viods 9601
7n- T Yo, o e zsa 54 a5
EREL AR

Every IBM Datacap application has its own document structured based on document and

page types. The correct document structure is important part of document assembly.

Invoices generally have multiple pages, Meebootix delivery notes has only one page.

Table 10 summarizes the structure of each document type. Every Faktura document has to

begin with only one PrvniStrana and can be followed with multiple DalsiStrana pages.

Because DodaciList has only one page, every page creates new document.
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Table 10 — Required document structure

Document Page Type Number Required? Order
Type
Faktura Any number per No Any  position
batch within batch
PrvniStrana One per document Yes Must be first in
document
DalsiStrana Any number per No Cannot be first
document in document
DodaciList Any number per No Any  position
batch within batch
PrvniStranaDL | One per document Yes Must be first in
document

The assumption for this application is that input batches contain mixed documents with
multiple, consecutive pages that is in the correct order. If the invoice pages are not in

correct order, the application will add them to incorrect document.

Every document has several fields that need to be captured based on the business
requirements (6.1.1). Table 11 and Table 12 summaries Taskmaster field names for every
page type. Tables also contain description for each field. PrvniStrana and PrvniStranaDL

also contain system fields (Table 13) which are used for affecting subsequent processing.
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Table 11 — Fields for PrvniStrana page type

Faktura — PrvniStrana

Taskmaster field name | Description Populated from
Dodavatel Supplier name Database
IC Supplier Taxpayer identification number | OCR
DIC Supplier VAT identification number OCR
CisloFaktury Invoice number OCR
VariabilniSymbol Variable symbol OCR
BankovniUcet Bank account number OCR
DatumVystaveni Invoice date OCR
DatumSplatnosti Maturity date OCR
DUZP Taxable supply date OCR
DatumPrijeti Delivery date OCR
CastkaCelkemBezDPH Total price without VAT OCR
CastkaCelkemSDPH Total price with VAT OCR

Table 12 — Fields for PrvniStranaDL page type

DodaciList — PrvniStranaDL

Taskmaster field name Description Populated from
CisloDodacihoListu Delivery note number QR code
DatumVystaveni Supplier name OCR

Podpis Marks if delivery notes is signed or not | OMR
DatumPredani Delivery date ICR
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Table 13 — System fields

System fields
Taskmaster field name Description
NovaSablona Indicates whether new fingerprint for an invoice is created

or not. Two possible values ANO/NE (YES/NO).

Operace Provides operation for verification.
Possible values:
e Nic (None) — nothing happens
e Smazat (Delete) — Marked document is deleted
e Revize (Revision) — Marked document is routed to

different export path for revision.

Relations between all elements (batch, document types, page types, fields) are shown on
Document hierarchy diagram (Figure 26). This diagram shows that Faktura or DodaciList
cannot exist without a batch. The same rule is applied on page types. Each page types

graphically shows related fields and system fields.

class DCO /
«Batch» Name: DCO
InvoiceDemo Author: Petr Zeman

Version: 1.0
Created:  20.4.2014 21:45:58
Updated: 1.5.2014 17:15:08

T?

«Document» «Document»
Faktura DodaciList
>
«Page» «Page» Prv niStranaDL
PrvniStrana DalsiStrana
5 «Field»
«Field» - CisloDodacihoListu
- Dodataval - DatumVystaveni
- 1c - Podpis
- bic - DatumPredani
- CisloFaktu 5
Y «Field-System»
- VariabilniSymbol e
- BankovniUcet perace

- DatumVystaveni

- DatumSplatnosti

- Duzp

- DatumPrijeti

- CastkaCelkemBezDPH
- CastkaCelkemSDPH
«Field-System»

- NovaSablona

- Operace

Figure 26 — Document hierarchy
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6.1.5 Permissible field values and business validation rules

Every field has limited values that are acceptable. Table 14 and
Table 15 describes permissible values for every captured field and also provides detail of

the validation rules. These rules are based on the business requirements (6.1.1).

Table 14 — Permissible field values and validations for PrvniStrana page type

Faktura — PrvniStrana

Taskmaster field name

Permissible values

Validation rule

Dodavatel Any text Value has to be populated from list
of suppliers stored in the system
database. The value is populated
based on the IC value.

IC Any number with | Value cannot be empty

maximum length 8
characters

DIC Any number with | Value has to match regular

maximum length 10 | expression CZ\d{10}
characters with 2
chars prefix: “CZ”
CisloFaktury Any text Value cannot be empty
VariabilniSymbol Any number -

BankovniUcet

Any number with ‘/

or ‘-’ delimiter

DatumVystaveni Any valid date | -
format
DatumSplatnosti Any valid date | -
format
DUZP Any valid date | -
format
DatumPrijeti Any valid date | Value is automatically prefilled
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Faktura — PrvniStrana

Taskmaster field name Permissible values | Validation rule
format with date of scanning the batch.
CastkaCelkemBezDPH Any wvalid CZK |Value has to be in valid CZK
currency format currency format. Value has to be
only numeric.
CastkaCelkemSDPH Any valid CZK | Value has to be in valid CZK
currency format currency format. Value has to be
only numeric.

Table 15 — Permissible field values and validations for PrvniStranaDL page type

DodaciList — PrvniStranaDL

Taskmaster field name Permissible values | Validation rule

CisloDodacihoListu Any number QR code on each delivery note
contains CisloDodacihoListu value.

DatumVystaveni Any text -

Podpis True/False Value must be true. Otherwise the
delivery note is routed to the
Revision

DatumPredani Any valid date | Value must be same day or later

format than DatumVystaveni

A validation failure does not necessarily mean that the original page contains invalid data.
It might mean that the recognition engine failed to recognize the input data. The validation
ensures that all errors are caught and invalid data are correctly handled, corrected and
routed.

6.1.6 Data export format

The data will be exported in combination of PDF and XML. PDF file is created for each
document and contains all captured images with OCR layer. XML contains all captured

field data in structured form. All exported data are stored in predefined folders.
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Application exports combination PDF and XML for every document with following

naming rules:

e Document type: Faktura — IC_CisloFaktury

o Example: 123456789 25424215.pdf , 123456789 25424215.xml
e Document type: DodaciList — CisloDodacihoListu

o Example: 34568745.pdf , 34568745.xml

Documents are exported in following relative folder structure:

Table 16 — Export destination for document types

Relative folder path | Description

.\Faktura Export path for correct documents from Faktura document type

..\Faktura\Revize Export path for documents from Faktura document type that are

marked for revision

.\DodaciList Export path for correct documents from DodaciList document

type

.\DodaciList\Revize | Export path for documents from DodaciList document type that

are marked for revision

Figure 27 and Figure 28 shows XSD definition for XML exported from the application.
All exported XML files will match these XSD definitions based on the current document
type.

<xs:schema attributeFormDefault="anqualified" elementFormDefault="qualified"

xmlns:xs="http://www.w3.orq/2001 /¥MLSchema" >
<x3:element name="data">

<xs:conmplexTypel
<®S:sequence>
«xs:element type="xz:!string" name="dgdavatel"/>
<xsielement type="xsz:int" name="jgo"/>
<xsielement type="xsg:!string" name="gdjig"/>
<xsielement type="xsz:!:int" name="cisloFaktury"/>
«xs:element tyvpe="xsz:!string" name="variabilniSymbol"/>
<xs:element tyvpe="xs:string" name="bankowniUcet"/>
<xs:element tyvpe="xs:string" name="datumPrijeti"/>
<xs:element tyvpe="xs:string" name="datumVystaveni"/:>
<xs:element type="xs:string" namse="datumSplatnosti"/>
<xs:element type="xs:!string" name="datumZdanitelnehoPlneni"/>
<xs:element type="xs:!string" name="castkaCelkemBezDFH"/>
<xs:element type="xs:!string" name="castkaCelkemSDPH"/>
</Xs8:8equence>
</xa:complexType>
</ra:element>
</%xs:schema>

Figure 27 — XSD definition for Faktura export
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<xsz:schema attributeFormDefault="ungualified" elementFormDefault="gmnalified"
xmlnz:xs="http: //www.w3 . org/2001 /XMLEchema " >

<xs:element name="data">

<xs:conplexType>
<HI:Sequence>
<xs:element type="xs:int" name="ecisloDodaciholistn"/:>
<xs:element type="xg:string" name="datumVystaveni"/>
<xsielement tvpe="xsg:boolean" name="pgodpis"/>
<xs:element type="xs:string" name="datumPredani"/>
< /%= segquence>
</ms:complexTypes

</Xs:element>

</®=:schema>

Figure 28 — XSD definition for DodaciL.ist export

Please note that this is only example scenario and shows possibilities of the system. The

documents will be directly exported in DMS or ERP system in real production

environment.

6.1.7 Application process architecture

The last analytical step is to design process Taskmaster application workflow. This

workflow is shown in Figure 29 and it encapsulates all previously designed functionality.

The workflow steps are:

Scan — This step contains actions of hardcopy and electronic document scanning
performed by the user.

PagelD — Page identification is automatic task performed by the system. Pages are
identified based on the defined rules. Invoices are identified using fingerprinting
and delivery notes are identified using QR code recognition.

o ManualPagelD — In case the invoices are not automatically recognized,
user has to manually identify first and trailing pages of all unidentified
invoices.

Profiler — Automatic task performed by the system is responsible for assembling
the documents, data recognition and server based captured data clean and
validation. This task also determine if the document needs to be identified or can be
directly exported.

Verify — Low-confidence data and fields that fail validation are shown to the user

for verification, correction and exception handling.
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e Export — Last step of the workflow exports data in defined format to the file

system. This step is fully automated by the system.

act Workflow /

Name: Workflow

Author: Petr Zeman ManualPagelD

Version 1.0

Created:  20.4.2014 8:54:49

Updated: 1.5.2014 19:02:30

[NO] [Documents without validation] \l/
.9( Scan H PagelD Profiler Verify Export
[YES]
User prepares All pages were identified? Validation Check Documenntsd
documents for are exporte
scanning

Figure 29 — Taskmaster application workflow

6.2 Application Implementation and User Interface

This chapter is based on the application architecture that is presented in the chapter 6.1.
The application process architecture (6.1.7) presented the application workflow. Following
sub-chapters describes every workflow task.

6.2.1 Scan

The Scan is first step of the application workflow. This part involves the user interaction.
In case of virtual scanning (scanning electronic documents) this part can be fully
automatized. Figure 30 shows the implementation of the Scan in the Meebootix

application.
Scan user prepares document for scanning, this action involves following actions:

¢ Removing all the staples or paper clips that connects document pages together
e Check if all papers are not damaged (torn, crumpled a lot). Repair the page if it is
severely damaged.

e Ensure that document page order is correct.

After the documents are ready for scanning, user logs into the system and initialized the
scanning client (see Figure 31 for scan client user interface). System in this part creates a
new batch and waits for pages to be scanned. User inserts prepared pages into the scanner
and starts the scanning. After the scanning is completed, user is able to verify if all the
pages were scanned correctly. If not, user is able to rescan the wrong pages. When the

batch is correct, user submits all the documents into the system.
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act Scan /

Scan\ ser System

Prepare documents for
scanning

Log in into the system

Insert prepared
documents to the scanner,

%{ Create batch ’

Start scanning

Wait until all documents
are scanned

Check if all documents
were scanned correctlly

Submit scanned batch =~

into the system
Close batch

Name: Scan

Author: Petr Zeman
Version: 1.0

Created:  21.4.2014 11:58:11
Updated: 1.5.2014 20:48:25 Final

Figure 30 — Scan activity diagram

@ http://localhost/tmweb/Task/vs 0 = B & (2 Web Job: Virtual scanning b... %

Web Job: Virtual scanning batch 20140602.000001 |aa o q | [[Cancel| [Heid] [Bane

Source directory
| | Browse.._ |

(vIMultiple fles | Expected pages[) |

Other 12
Other 13
Other 14
Other 15
Other 16
Other 17
Other 18
Other 19
Other 20
Other 21
Other 22

C) Move down

Scanned Image Folder:

c:\datacapscan 120140502.0000011000024 tif

Figure 31 — Scan user interface
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6.2.2 PagelD

Page identification is the second step in the application workflow. PagelD is responsible
for correct page identification, image enhancement and blank page deletion. It is a fully
automated process that works sequentially with the batch pages. Figure 32 displays

activity diagram for PagelD process.

When the batch is opened, the page is picked by the system. To ensure the maximum task
effectivity, the first action performed by the PagelD is blank page detection and deletion.
This ensures the following actions are not slowed down because of running the task on the

blank pages.

In the context of the application requirements the application first reads all the QR codes
located on the page. Pages that contains the right (with required value) QR code are
marked and the value of the QR code is saved in the page variables. Next the image
enhancement is performed, this task performs actions such as page rotation, deskew, line
removal, character repair etc. The task is executed after the QR code recognition because it
can damage or even deletes the QR code from the page. After the image enhancement, all
the pages that contains the right QR code are automatically recognized as the

PrvniStranaDL page type.

If the page does not contain the correct QR code, then it is possible this page is either the
PrvniStrana or DalsiStrana page type. For these pages the fingerprint identification is
performed, if the identification is successful, the system sets the page type based on the
fingerprint settings. If the page is not identified, then the page is marked for the
ManualPagelD (6.2.3). The above described process is done for each page within the
batch.
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act PagelD /

System

-7 —\% Page region T~
/

N e

[Yes]
Identify page as Is QR code found

Delete blank page ) .
Prv niStranaDL and value is

correct?

Identify using fingerprint

Mark for the
ManualPagelD

Page identified

[yes]

Set appropriate page type

ast page of the batch? [No]

- -

[Yes]
Name: PagelD
Author: Petr Zeman
Version: 1.0 Close batch
Created:  21.4.2014 12:17:27
Updated: 2.5.2014 21:04:36
ActivityFinal

Figure 32 — PagelD activity diagram

6.2.3 ManualPagelD

Manual page identification is an optional task performed only if the batch contains page (or

pages) that was not correctly identified. This task is invoked when fingerprint

identification fails and application needs a user interaction. Figure 33 shows the

ManualPagelD activity diagram.
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User needs to log into the system and starts the ManualPagelD client. The system opens
the batch and presents all the batch pages to the user. The identified pages have prefilled
page types, unidentified pages are consider as the Other page type and also highlighted for
faster manual page identification. See Figure 34 for the ManualPagelD user interface.
When the all pages are identified, user ends the task and the system closes the batch and
sends it to the Profiler task (6.2.4).

act ManualPagelD /

Activitylnitial

Uger System

( Log into the system )—9( Open batch )
Present the identified and
unidentified pages

g

Set appropriate page type
for unidentified pages )

Close batch

Name: ManualPagelD
Author: Petr Zeman
Version: 1.0
Created:  1.5.2014 21:11:01
Updated: 1.5.2014 21:20:39
ActivityFinal

Figure 33 — ManualPagelD activity diagram

@ hitp://localhost/trweb/ Task/protoid.aspx £ - & || @ ManualPagelD Job.Manual.. %

Figure 34 — ManualPagelD user interface
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6.2.4 Profiler

Profiler task is responsible for the data recognition, captured values clean and server based
validation. The task is fully automated and the individual actions are performed based on

the business application architecture (6.1). Figure 35 shows the Profiler activity diagram.

The system opens the batch, assembles identified pages into the documents and create
fields for each page type within the document. Next steps are performed for each

document, system picks the document and determine next actions based on the document
type.

e DodaciList — Because this document type is structured the system draws the zones
for the data capture to the known locations. Although DatumVystaveni uses
different algorithm, this field is recognized using the text matching method and it
can be found anywhere on the page. When the zones are placed, the recognition
engine recognized desired data — DatumPredani using the ICR engine, Podpis
using the OMR engine.

e [Faktura — The date recognition differs on the type of page identification. If any of
the document pages were successfully identified using fingerprint technology, the
fingerprints provides location (zones) of the data to be captured. When these zones
are loaded the OCR recognition engine captures all the data. If the document pages
were not successfully identified using fingerprints the data are located using the
regular expression location method. This method uses lists of predefined values that
could be considered as valid input data. For example: If the system is looking for
the IC value, it will try to find the “IC” or “ICO” word on the page. If the word is
found it will look in all direction around these words if any matches the target
value.

The next steps are the same for both document types. The captured data are cleaned based
on the defined rules (Table 14 and

Table 15) and also the data is subjected to the server validation (Table 14 and
Table 15). If document succeeds the server validation, it is marked for No Verify.

Documents marked for No Verify are automatically moved to the export without the user

verification. This process are performed on all document within the batch.

Before the batch moves to the Verify task, documents that were marked for No Verify are

split from the batch (creates a new batch) and directly moved to the Export task.
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act Profiler /

ActivityInitial

System

( Open batch )

Assemble pages into
documents and create fields

Draw zones on the page

Recognize data in zones

(OCR, ICR, OMR)

[DodacilList]

Document region

Name:
Author:
Version:
Created:
Updated:

Profiler

Petr Zeman

1.0

1.5.2014 21:21:40
1.5.2014 21:58:53

Pick document

Was all document
pagesidentified using
fingerprint?

Document type?

[Faktura]

Locate data on the page
using regular expression

location method

Clean the captured data

Last document of

the batch?

Split from batch documents
marked for No Verify

Close batch

ActivityFinal

Figure 35 — Profiler activity diagram
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6.2.5 Verify

The Verify is the last task that needs the user interaction. Figure 36 shows the Verify
activity diagram. User need to log into the system and run the verify client. The system
opens the batch and presents: batch structure, fields for the selected document and page
preview for selected page. See Figure 37 for the Verify user interface. User needs to
validate all the documents within the batch, if there is something wrong with the document
(bad scan quality, business based problem etc.) user can mark the document for additional

processing — delete the document or mark the document for revision. When all documents

are verified the system closes the batch and moves it to the Export task.

act Verify /

ActivitylInitial

Validation user

System

Log into the system

Name:
Author:
Version:
Created:
Updated:

P

Docume

Open batch

Present the batch structure
and show the first document

—\L

Mark documkent for
deletion

Verify

Petr Zeman

1.0

1.5.2014 22:00:14
1.5.2014 23:08:30 Last document

of the batch?

[Y?S]

Close batch

ActivityFinal

Figure 36 — Verify activity diagram
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Figure 37 — Verify user interface

6.2.6 Export

Export is the last task within the workflow. Figure 38 shows the Export activity diagram.
The batches are processed from the Verify task or directly from the Profiler task if the
documents meets the server validation requirements. Export task works with the
documents, when system opens the batch and picks the documents, the PDF file is
generated. This file contains all pages that were in the document. After the PDF is
completed, the XML file is generated. This XML is created based on the XSD

specification (Figure 27 and Figure 28) for each document type.
If the document type is DodaciList the files are exported to the export location (:

Table 16). The Faktura document type is also exported to the export location. But if the
document is marked as New Fingerprint the new fingerprints are generated for every
marked page. The pages that were manually identified are marked for New Fingerprint.
Also the validation user can determine if the document needs to be considered as a New

Fingerprint, then all pages in the document are marked as a New Fingerprint.
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Figure 38 — Export activity diagram
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7 1BM DATACAP APPLICATION TESTING

After the application is designed and implemented the final step is to test the application.
Software testing provides several methods how to test the software and what to test. In case

of the IBM Datacap application testing | consider the following tests as the most important:

e Application functional testing — provides a proof that all established requirements
were accomplished.

e Application performance testing — provides valuable information if the
application is more effective and faster than the previous company process.

7.1 Application Functional Testing

The IBM Datacap application functional testing is based on the Use case testing. The use
cases were defined in the chapter 6.1.2. Every use case has its own scenario how the use

case can be accomplished. These scenarios are provided in the Appendix A I.
Scenario structure:

e Main success scenario — Describes steps that needs to be done in order to prove
the use case is completed.

e Extensions — Describes steps that extends the main success scenario steps in case
of the failure of the current step.

e Step — Number of the current scenario step. The steps are ordered.

e Actor — U (user), S (system)

e Description — Describes step

Each use case was tested on the designed application and the results are presented in the

tables below. Every table contains information about tested use cases:

e Test case — The sequence of steps from the test scenario
¢ Notes — Application functionality notes identified during the testing.
e Test status — Test case status — possible values: FAILED or PASSED.

e Overall test status — Overall test status for the use case based on the test cases.
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Use cases and testing tables:

e UCO001, UC002, UC003 — Table 17
e UCO004 —Table 18

e UCO005 - Table 19

e UCO006, UC007 — Table 20

e UCO008 — Table 21

e UCO009 - Table 22

e UCO010 - Table 23

e UCO011-Table 24

Table 17 — UC001, UC002, UCO003 functional testing details

UCO001: Scan mixed documents
UCO002: Scan invoices

UCO003: Scan delivery notes

Test case Notes Test status

1-2-2a User can enter incorrect password infinite PASSED
times

1-2-3-4-5-6-7-7a Simulated scanner malfunction — PASSED
disconnected USB

1-2-3-4-5-6-7-8-9-9a- | - PASSED

9b-9c-7-8-9-10-11

1-2-3-4-5-6-7-8-9-10- | - PASSED

11

Overall test status PASSED
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Table 18 — UC004 functional testing details

UCO004: Manual Page Identification

Test case Notes Test status

1-2-2a User can enter incorrect password infinite PASSED
times

1-2-3-4-5-6-7 - PASSED

Overall test status PASSED

Table 19 — UC005 functional testing details

UCO005: Validate mixed documents

Test case Notes Test status

1-2-2a User can enter incorrect password infinite PASSED
times

1-2-3-4-5-6-7 - PASSED

Overall test status PASSED

Table 20 — UC006, UC007 functional testing details

UCO006: Validate invoices

UCO007: Validate delivery notes

Test case Notes Test status

1-2-2a User can enter incorrect password infinite PASSED
times

1-2-3-4-5-6-7-8-9 Missing information what is wrong with the PASSED
data. Only provided information is
background color

1-2-3-4-5-5a-6-7-8-9 | Missing information what is wrong with the PASSED
data. Only provided information is
background color

Overall test status PASSED
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Table 21 — UC008 functional testing details

UCO008: Choose supplier from enumeration based on IC value

Test case Notes Test status
1-1a-1b - PASSED
1-1a-2-3-4 - PASSED
1-1a-2-3-3a PASSED

1-1a-2-3-3a-3b-3c Supplier list does not provide additional data PASSED
filtering.

1-1a-2-3-3a-3b-3c-3d | Supplier list does not provide ability to add PASSED
not existing supplier to the list.

Overall test status PASSED

Table 22 - UC009 functional testing details

UCO009: Define new fingerprint

Test case Notes Test status
1-2-3-4-5 - PASSED
Overall test status PASSED

Table 23 - UC010 functional testing details

UCO010: Affect fingerprint creation

Test case Notes Test status
1-2-2a-3-4-5-6-7 - PASSED
1-2-3-4-5-6-7 - PASSED

Overall test status PASSED
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Table 24 - UCO011 functional testing details

UCO011: Choose document’s routing operations
Test case Notes Test status
1-2-3 Missing ability to mark the document for PASSED
rescan.
Overall test status PASSED

7.2 Application Performance Testing

The application performance testing is performed on the system parts that are fully or

partly automated (Scan). The user performance tests are not included in this testing.

The solution designed in previous chapter was deployed on the system architecture that is
based on the reference IBM Datacap Taskmaster Capture SaaS architecture (Figure 14)
and all tests are performed on this system. The whole solution runs in the fully virtualized
environment. Every test measures the performance on three different input resolutions (200
DPI, 300 DPI and 400 DPI).

7.2.1 Scan

The Scan test measures the duration of the hardcopy page input. Tests are performed in
two scanning modes — Simplex (one side scanning) and Duplex (both side scanning).
Fujitsu fi-6130 is used as the testing scanner. The test results contains values only for the
system operation (scanning, importing pages to the system etc.), user interaction is not
included (inserting documents into the scanner, checking whether the documents were

scanned correctly etc.).

Table 25 summarizes test results for both scanning modes. Figure 39 provides the
graphical representation of the results. Testing was performed on the 20 batches and each
batch contained 50 pages. The batches were scanned in black and white color mode.
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Table 25 — Scan performance test results
Simplex Duplex
Mean scan | Variance | Standard | Meanscan | Variance | Standard
time [s] [s] deviation [s] | time [s] [s] deviation [s]
200 DPI 1,753 0,002 0,0554 1,837 0,002 0,0549
300 DPI 2,267 0,002 0,0516 2,363 0,002 0,0526
400 DPI 4,733 0,003 0,0499 4,913 0,003 0,0501
Dependence of time to scan one page to the DPI
and simplex or duplex scanning mode
o | ;'
& 2,36
M Simplex

200
1,75

0,00

1,84

2,00

3,00

4,00

5,00 6,00

Elapsed time [s]

Figure 39 — Scan performance test graph

Another part of the Scan testing is the average file size of the page image file. The images
are saved into the TIFF file format with CCIT Group 4 compression. Table 26 summarizes

the average page file size based on the scanned image resolution.

Table 26 — Average page file size based on the resolution

Mean file size | Variance Standard
per page [KB] [KB] deviation [KB]
200 DPI 30,8 16,56 4,07
300 DPI 44,6 28,64 5,32
400 DPI 73 46,8 6,84
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7.2.2 PagelD

PagelD is responsible for identifying the input pages. The test is divided into two main

groups:

e Faktura document type testing — Faktura uses the fingerprint therefore the test is
performed with two types of input pages — known and not known page type.
o Fingerprint — The system already knows this page type
o New page type — New page type, system needs to make sure no fingerprint
matches this page.
e DodaciList document type testing — DodaciList uses the QR code based

identification.

Table 27 and Table 28 summarize test results for the both testing groups. Figure 40
provides the graphical representation of the results. Testing was performed on the 20
batches per group (10+10 in case of Faktura document type). Every batch contained 10

documents.

Table 27 — PagelD performance test results for Faktura document type

Fingerprint New page type
Mean scan | Variance | Standard Mean scan | Variance | Standard
time [s] [s] deviation [s] | time [S] [s] deviation [s]
200 DPI 4,79 0,002 0,049 4,83 0,002 0,052
300 DPI 5,42 0,003 0,042 5,50 0,003 0,049
400 DPI 6,69 0,003 0,052 6,83 0,003 0,055
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Table 28 — PagelD performance test results for DodaciList document type

QR code
Mean scan | Variance | Standard
time [s] [s] deviation [s]
200 DPI 2,54 0,001 0,027
300 DPI 2,87 0,001 0,022
400 DPI 3,54 0,002 0,031

Dependence of time to identify one page to the
DPI and type of identification

6,83
400 6,69
3,54
— 5,50
& 300 5,42 B New page

M Fingerprint

2,87
4,83 R
00 [ 7 Qo

o
N
D
(&)
(o]

Elapsed time [s]

Figure 40 — PagelD performance test graph

7.2.3 Profiler

Profiler is responsible for the data recognition, data clean and server based validation. The
test uses the same testing groups as in PagelD testing (7.2.2):

e Faktura document type testing — Faktura uses the fingerprint therefore the test is
performed with two types of input pages — known and not known page type.
o Fingerprint — The system uses the fingerprint based zones
o New page type — Data are located using the regular expression location
method.

e DodaciList document type testing — Data are captured using zones.
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Table 29 and Table 30 summarize test results for the both testing groups. Figure 41
provides the graphical representation of the results. Testing was performed on the 20
batches per group (10+10 in case of Faktura document type). Every batch contained 10

documents.

Table 29 — Profiler performance test results for Faktura document type

Fingerprint New page type
Mean scan | Variance | Standard Mean scan | Variance | Standard
time [s] [s] deviation [s] | time [S] [s] deviation [s]
200 DPI 0,20 0,001 0,0003 0,74 0,002 0,0004
300 DPI 0,27 0,002 0,0004 0,86 0,002 0,0004
400 DPI 0,35 0,002 0,0003 0,91 0,003 0,0005

Table 30 - PagelD performance test results for DodaciList document type

DodacilL.ist
Mean scan time [s] Variance [s] Standard deviation [s]
200 DPI 0,94 0,002 0,0005
300 DPI 1,01 0,002 0,0004
400 DPI 1,25 0,002 0,0005

Dependence of time to capture the data on one
page to the DPI and type of identification

1,25
400 0,91
0,35
— 1,01
% 300 0,86 Dodacilist
0,27
B New page
0,94 B Fingerprint
200 0,74
0,20

0,00 0,20 0,40 0,60 0,80 1,00 1,20 1,40
Elapsed time [s]

Figure 41 — Profiler performance test graph
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Another test performed in the Profiler testing was to determine the recognition success
depending on the DPI. Table 31 summarizes the recognition results. Test methodology

included the following steps:

e Automatic fingerprint based recognition for Faktura document type. DodaciList
document type was identified using the QR recognition.
e Comparison correctly and incorrectly extracted fields

e Faktura document type contains 11 fields, DodaciList contains 3 fields.

Figure 42 provides the graphical representation of the results. Testing was performed on

the 20 batches per group. Every batch contained 10 documents.

Table 31 — Profiler data recognition success

Faktura DodaciL.ist
Mean Variance Standard Mean Variance Standard
capture [%] deviation capture [%] deviation
success [%] success [%]
rate [%] rate [%]
200 DPI 71,72 19,38 3,75 72,50 17,50 3,06
300 DPI 84,18 9,77 0,7 85,00 12,25 1,50
400 DPI 86,53 8,34 0,95 87,50 12,50 1,56
Dependence of data recognition success rate on
to the image DPI
400 86,53%
N 87,50%
= 84,18%
S 2% N 55,00% Faktura
M Dodacilist

71,72%

200
N 72,50%

0,00% 20,00% 40,00% 60,00% 80,00%

Data recognition success rate [%]

100,00%

Figure 42 — Data recogniton success rate graph
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The results shows big difference in data recognition success between 200 and 300 DPI,
almost 13% more data was correctly recognized for invoices and 12.5% for delivery notes.

The difference in data recognition between 300 and 400 DPI is not so significant.

Figure 43, Figure 44, Figure 45 shows differences in quality of recognition based on the

scanning resolution (DPI).

DIC: CZ200545503,

Figure 43 — Captured text at 200 DPI

DIC: CZ00545503,

Figure 44 — Captured text at 300 DPI

DIC: CZ00545503.

Figure 45 — Captured text at 400 DPI

7.2.4 Export

Export is the last step in the application workflow. PDF and XML files for the each

document are exported.

Table 32 summarizes test results for the both testing groups. Figure 46 provides the
graphical representation of the results. Testing was performed on the 20 batches per group.
Every batch contained 10 documents.

Table 32 — Export performance test results for Faktura document type

Faktura DodaciL.ist
Mean scan | Variance | Standard Mean scan | Variance | Standard
time [s] [s] deviation [s] | time [S] [s] deviation [s]
200 DPI 2,75 0,157 0,024 2,14 0,098 0,019
300 DPI 2,81 0,162 0,027 2,31 0,101 0,024
400 DPI 2,94 0,159 0,021 2,5 0,099 0,023
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Dependence of time to export the data on one
page to the DPI

400 2,94
2,5

= 2,81
a. 7
& 300 2131
, m Faktura
B Dodacilist
200 .y 2,75
0 0,5 1 1,5 2 2,5 3 3,5

Elapsed time [s]

Figure 46 — Export performance test graph
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CONCLUSION

The thesis provides an overview of the Enterprise Content Management and detailed
information about the ECM Capture part. Theory part presents the most known ECM
Capture technologies. The thesis objectives were to present the IBM Datacap Taskmaster
Capture technology and show the possibilities that this technology provides.

The analysis provides the sample implementation of processing an input invoices and
internal delivery notes between branch offices. Analysis copies the real deployment
process from gathering the customer requirements to application deployment and

application testing.

Meebootix is a sample company that provided several requirement for the future system. |
created the use cases based on these requirements and used them for the functional testing.
The application passed all the functional testing scenarios and test cases. The general
problem in the functional testing was the missing protection against the multiple
incorrectly inserted user name or password. This is not the problem of the application but
the system. Functional testing also discovered a few deficiencies such as missing
information in user Verify that only shows the wrong data, but not provides additional
information what is wrong with the data. Also the supplier selection list could provide
additional functionality such as filtering in the existing list or possibility to add a new
supplier. Another further improvement could be additional choice in the routing operations

to rescan the document.

The designed application was also subjected to the performance testing. The testing was
performed only on the system parts, this means the user interaction was not measured. The
reason why the performance testing was done only on the system parts is because the user
performance differs from person to person and the results could be very misleading. Also
the results show what application processes and does not need to be done by the user. The
testing was done on the three types of image resolution (200, 300 and 400 DPI). |
measured the processing time of the each page within the batch of documents. The
measurement result shows the time depending on the image DPI in every workflows task.
The Profiler testing also provides results how much data was correctly recognized
depending on the image DPI. The results shows big difference in data recognition success
between 200 and 300 DPI, almost 13% more data was correctly recognized for invoices
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and 12.5% for delivery notes. The difference in data recognition between 300 and 400 DPI
Is not so significant, but the processing time of the 400 DPI image is up to 28% longer.

The application is ready for the demonstration proposes and with additional improvements
is also ready for the production environment. For the production | would recommend
additional improvements in the data validation such as enhanced IC validation using the IC
verification algorithm. Another good improvement can be connection with the ARES
system provided by the Ministry of the interior of the Czech Republic. This system
provides official information from the Czech commercial register and this information

could be used in the verification to ensure the input data is correct.
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APPENDIX A l. USE CASE SCENARIOS

UCO001: Scan mixed documents

Step | Actor | Description
1 U Log in to the system
2 S Verify user credentials
3 U Run the scan client
2
=~ 4 S Create the batch
c
§ 5 U Prepare documents for scanning - mix invoices and delivery
§ notes documents together
(@]
% 6 U Insert documents into the scanner
wn
< 7 U Start scanning
[
= 8 S Imports scanned images
9 U Check if document were scanned correctly
10 U Submit the batch
11 S Receive the batch and close
2a S User credentials are incorrect - return to step 1
7a S Scanner malfunction - check and repair the scanner and return
to 7 or EXIT
2 8a S Scanned images cannot be imported - Internal system error
2 EXIT
(72]
c
g %a U Document are no scanned correctly
L
9b U Delete incorrect pages
9c U Insert the deleted pages to the scanner and return to 7
1la S Batch cannot be received - Internal system error EXIT




UCO002: Scan invoices

Step | Actor | Description
1 U Log in to the system
2 S Verify user credentials
o 3 U Run the scan client
§ 4 S | Create the batch
(¢B]
5 5 U Prepare documents for scanning — only invoices
g 6 U Insert documents into the scanner
E 7 U Start scanning
g 8 S Imports scanned images
9 U Check if document were scanned correctly
10 U Submit the batch
11 S Receive the batch and close
2a S User credentials are incorrect - return to step 1
7a S Scanner malfunction - check and repair the scanner and return
to 7 or EXIT
2 8a S Scanned images cannot be imported - Internal system error
o
g EXIT
g %a U Document are no scanned correctly
- 9b U Delete incorrect pages
9c U Insert the deleted pages to the scanner and return to 7
1la S Batch cannot be received - Internal system error EXIT




UCO003: Scan delivery notes

Step | Actor | Description
1 U Log in to the system
2 S Verify user credentials
o 3 U Run the scan client
§ 4 S | Create the batch
(¢B]
5 5 U Prepare documents for scanning — only delivery notes
g 6 U Insert documents into the scanner
E 7 U Start scanning
g 8 S Imports scanned images
9 U Check if document were scanned correctly
10 U Submit the batch
11 S Receive the batch and close
2a S User credentials are incorrect - return to step 1
7a S Scanner malfunction - check and repair the scanner and return
to 7 or EXIT
2 8a S Scanned images cannot be imported - Internal system error
o
g EXIT
g %a U Document are no scanned correctly
- 9b U Delete incorrect pages
9c U Insert the deleted pages to the scanner and return to 7
1la S Batch cannot be received - Internal system error EXIT




UCO004: Manual Page Identification

Step | Actor | Description

1 U Log in to the system
é 2 S Verify user credentials
é 3 U Run the ManualPagelD client
% 4 S Present the batch pages
é 5 U Set the correct page types for pages identified as Other page
= type
©
= 6 U Submit the batch

7 S Close the batch
" 2a S User credentials are incorrect - return to step 1
é 4a S Pages cannot be presented - Internal system error EXIT
é 5a U Page type cannot be selected because the page type is not in
L

combo box - Internal server error EXIT




UCO005: Validate mixed documents

Step | Actor | Description
o 1 U Log in to the system
S
g 2 S | Verify user credentials
O
g 3 U Run the verify client
)
§ 4 S Open the batch and present document that needs to be verified
>
2 5 U | Verify documents - UC006 and UC007
S 6 U | Submit the batch
=

7 S Close the batch

0 2a S User credentials are incorrect - return to step 1
o
K7
% 4a S Batch cannot be opened - Internal server error EXIT
=
L




UCO006: Validate invoices

Step | Actor | Description

1 U Log in to the system

2 S Verify user credentials
.% 3 U Run the verify client
% 4 S Open the batch with invoices and present document that needs
% to be verified
% 5 U Check fields that needs verification
_% 6 U Correct the wrong input data
= 7 | U | Click the submit button

8 S Validate and clean the data

9 S Close the batch

2a S User credentials are incorrect - return to step 1

4a S Batch cannot be opened - Internal server error EXIT

5a U Fields contain wrong data, Red background indicates failed
2 validation, Yellow background indicates low confidence
'é characters - return to step 6
% 6a U Data cannot be corrected - Internal server error EXIT
. 7a U Button cannot be pressed - Internal server error EXIT

8a S Run clean and validation rules on input data - Validation fails

- return to step 4




UCO007: Validate delivery notes

Step | Actor | Description

1 U Log in to the system

2 S Verify user credentials
.% 3 U Run the verify client
% 4 S Open the batch with delivery notes and present document that
§ needs to be verified
§ 5 U Check fields that needs verification
_% 6 U Correct the wrong input data
= 7 | U | Click the submit button

8 S Validate and clean the data

9 S Close the batch

2a S User credentials are incorrect - return to step 1

4a S Batch cannot be opened - Internal server error EXIT

5a U Fields contain wrong data, Red background indicates failed
2 validation, Yellow background indicates low confidence
'é characters - return to step 6
% 6a U Data cannot be corrected - Internal server error EXIT
. 7a U Button cannot be pressed - Internal server error EXIT

8a S Run clean and validation rules on input data - Validation fails

- return to step 4




UCO008: Choose supplier from enumeration based on IC value

Step | Actor | Description

o
=~ 1 U Check if IC field is filled
o
2 2 U | Press the submit button
wn
D
S 3 S Find the Supplier name in database based on the IC field
-]
n value
=
CEU 4 S Insert found Supplier name into the field

la U IC is not filled - Insert IC value from the invoice

1b U IC is not present on the invoice - Mark document for revision

EXIT

c
o 3a S Supplier name cannot be found - leave the field value empty
(72]
§ 3b U Click on the Supplier button
x
L 3c U Select the Supplier name from the list

3d U Supplier name is not in the list - Mark document for revision

EXIT
UCO009: Define new fingerprint

o Step | Actor | Description
S
o 1 U | Select document that needs to be defined
(D]
(@]
g 2 U Select the field that needs to be defined
n
§ 3 U Draw a zone on the page where the data are located
>
2 4 S Snap the OCR data to the field value
CEU 5 U Repeat steps 2-4 for all fields




UCO010: Affect fingerprint creation

Step | Actor | Description

1 U Select document where the fingerprint creation will be
o affected
=
g 2 U Check if NovaSablona value is set to ANO
(¢B]
O
g 3 U Select field that will be defined
)
§ 4 U Draw a zone on the page where the data are located
>
2 5 S Snap the OCR data to the field value
CEU 6 U Repeat steps 2-4 for all fields that will be defined

7 U After the batch is exported check if the new fingerprint was

created
o 2a U NovaSablona value is set to NE - Change to ANO
c
o
K7
c
(D]
o
x
L
UCO011: Choose document’s routing operations

o Step | Actor | Description
E 1 U Select document that needs special routing
S
A
n 2 U Change the routing options to desired value; Possible values:
(78]
5] Review, Delete
(&)
%
c 3 U Check if the required action was performed after the batch is
'©
=

exported




APPENDIX A 11.1C VERIFICATION ALGORITHM

Example IC = 69663963

1. The first to the seventh digit is multiplied with the numbers 8, 7, 6, 5, 4, 3, 2 and

the results of multiplication are summed
SUM = 6*8 + 9*7 + 6*6 + 6*5 + 3*4 + 9*3 + 6*2 = 228
2. Count the division remainder of a number eleven.
MODULO = SUM % 11
MODULO =228 % 11 =8

3. Following rules has to be valid for the eight number (marked as c) of the Example
IC
a. Ifthe MODULO isOor 10,thenc=1
b. Ifthe MODULO is 1,thenc=0
c. Inothercasesc=11-MODULO

c=11-8=3

Last number of Example IC is 3, ¢ = 3 -> IC is valid!



